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Abstract

This guide, presented as a series of articles, focuses on the steps and tools used to
migrate and deploy an IBM Case Manager solution from one environment to
another. It is intended to augment the information available in the IBM Case
Manager and FileNet P8 Information Centers. Throughout this guide, links are
provided to Information Center topics. Review of the topics is strongly
recommended.

The first article in this series, Part 1: Basic Solution Migration and Deployment ,
provides an overview of the entire solution migration and deployment process as
well as procedures for migrating a solution with only IBM Case Manager assets.
Also in the Part 1 appendix is a quick reference checklist for the entire process as
presented by all the articles in the complete Solution Deployment Guide.

The second article, Part 2: Advanced Solution Migration and Deployment , builds
upon Part 1 to encompass the larger solution application including other FileNet
assets.

The final article, Part 3: Selected External Assets Migration and Deployment, uses the
solution application migration and deployment model outlined in the first and
second articles but illustrates by example how two of the other IBM and external
assets are managed.
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Migration and Deployment Overview

Introduction

The first article in this series, Part 1: Basic Solution Deployment and Migration, provides an
overview of the entire solution migration and deployment process as well as procedures for
migrating a solution with only IBM Case Manager assets. This second article, Part 2: Advanced
Solution Deployment and Migration, builds upon Part 1 to encompass the larger solution
application including other FileNet assets. The reader is required to review Part 1 prior to
reading Part 2 and should have Part 1 available for easy reference.

The following graphic illustrates the overall migration and deployment process at a high-level.
This reflects migrating and deploying from a development environment to a non-development
environment using a variety of tools including: IBM Case Manager administration client,
FileNet Deployment Manager, and Process Configuration Console. The numbered bubbles
reflect a typical order of operation. The series and order of steps can vary depending on what
the solution application contains. For example,

* Aspresented in Part 1 steps 1, 2, 6, 7, 10, and 11 are required.

* Step 10 could be before step 8 if there is external dependency in the FileNet Deployment
Manager deploy package which requires the solution to be deployed before the deploy
package contents can be imported .

* Steps 4 and 8 might be needed multiple times at different points in the migration and
deployment process depending on how the other FileNet assets are related to the
solution and to each other.
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Figure 1 High-level process: solution application migration DEV to UAT

IBM Case Manager Solution Deployment Guide Part 2: Advanced Solution Deployment and Migration
expands upon how the traditional application and solution application migration models can be
used together to support the migration and deployment of a solution application. This article,
covering steps 4 and 8, describes the additional tasks needed to migrate other FileNet assets that
might be integrated into the solution application.

Solution application migration model

As described in Part 1 of this series, the IBM Case Manager solution migration model treats the
development environment as the “single source” for the core solution application. Migration of
IBM Case Manager assets always begins in the development environment.

Depending on the circumstances, some FileNet assets used in a solution might originate in the
user acceptance test or production environments following a traditional P8 application
migration model. Recall from Part 1 of this series, assets in the traditional FileNet application
migration model move directly through each of the environments with the last migration being



from user acceptance test to production. And changes made to the application in the testing
environments might be migrated back to the development environment.

For an IBM Case Manager solution, the assets that could migrate into the development
environment include content engine metadata (property templates, document classes, or choice
lists) already existing in the enterprise that is reused when designing a new solution. Another
example is Content Platform Engine Workflow System assets defined outside of IBM Case
Manager that are incorporated into the solution, such as a workflow system configuration or
component queue.

Thus the migration of a complete solution application can utilize both models. This next figure
shows the hybrid approach as a graphical representation.

T ]E:pnn‘ Import E Import
f.--"'_"'_ e 0 ——|_—_'—\_\_\_\_1H — _\-\_!
) | L
i ' *
Solution ' i 1
Deployment : | Export/import -
Guide: Part1 | Design s ; — Obpren
’ ' Object store ject slore ; | ject store
! ) ’ Configuration Manifests ! E
; ~— Deploy | Apply | i Deploy| Apply
o ! g | !
Solution _=:1' Target Object |, . Target Otbject | Exportimport | Target Object
Deployment | shone stare . slnre
Guide: Part2 || \ /| Other Filellet P8 Assets : o |
: h f : ! -
i \"\ -/_,r i 1 _,.'-""F’J
. \ — " ImportDeploy | Iy
Solution — o bNe i - :
Deployment . L ;
Guide: Part3 | Other IBEM and External Assets :
Development Example models UAT | i Production

‘. Environment :  -Exportimport .. Environment " Environment

=Compilednstall
=3rd-paity companent
«Exdarnal service

Figure 2 Advanced solution application migration

The remainder of this article presents one method using the IBM FileNet P8 tools to migrate
other FileNet assets associated with a solution application from development and deploy them
into a test or production environment. Discussion of the migration of FileNet assets from a test
or production environment back to development can be found in the topic “Deploy changes to
an existing application” of the FileNet P8 Information Center.
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Ensuring object identifier stability

Key to consistency of assets as they migrate between environments is keeping a constant and
unique identification. In the Content Platform Engine, for P8 domain or object store objects,
unique identification is accomplished using an object identifier, or GUID (Global Unique
IDentifier). A GUID is a 128-bit data identifier used to distinguish objects from each other. If
there is a need to merge objects from multiple object stores into a common object store, GUIDs
ensure objects maintain their uniqueness and do not collide with each other in the common
object store.

GUIDs also reduce the complexity of inter-object relationships by providing a well-managed
reference value. With the GUID as a reference value, objects and their dependent objects can be
quickly and reliably located within the object store in which they reside.

For workflow system objects, such as a queue, application space, or transferred workflow,
identification is by name. During an import, if the object has the same name as one that already
exists in the system, it is considered to be the same element.

When moving objects between multiple environments, you must consider dependencies.
Objects are often dependent on other objects in the object store, the workflow system, or on
external resources, for example:

A workflow definition that contains references to attachments (document or folder).
Those attachments must exist in the specified object store in the destination environment
by the time the workflow definition is imported.

An application’s stored search definition is an XML document in an object store. The
XML content references object stores by name and ID. This type of dependency is
automatically handled by FileNet Deployment Manager.

A document references an external website that contains its content. This type of
dependency has to be maintained manually.

The extra effort of maintaining the dependencies in the destination environment can be reduced
by following the pattern of having stable GUIDs. Not following the stable GUID pattern might
require additional deployment logic.

As an example, there are two options to deploy a search template that has a dependency on a
folder structure.

The first option follows the practice of using stable GUIDs. FileNet Deployment
Manager or a FileNet Content Manager addOn is used to import the folder with the
same GUID leading to no additional corrections deploying the search template.

The second option creates a new folder in the destination object store letting the system
generate a new GUID. This creates a situation where the search template must be
manually changed to refer to the newly created folder.



Some assets, such as the IBM Case Manager Form and Content List widgets, or IBM Forms and
FileNet P8 eForms form templates, require the original design tools to manually fix-up a
dependent reference. In this situation, since the design tools are not available in a non-
development environment, use of stable GUIDs across all environments is mandatory. FileNet
Deployment Manager is used to migrate assets, and their object identifiers, between
environments ensuring stable GUIDs.

Source and destination environment compatibility

Inherent to preparing to migrate any FileNet based application between environments is
ensuring the source and destination object stores are compatible. This includes:

*  Ensuring addOns which define classes or properties in the destination object store (target
environment) are the same as in the source object store (project area or target environment).

Note Be sure to consider addOns that modify the metadata for the default Document
Class Definition. Any document stored in the Document Class or a subclass of the
Document Class will be affected by that modification even if the document is not used
by the product that installed the addOn. For example, if the IBM Case Manager target
object store in the development environment is also configured to be an IBM Enterprise
Records records object store, a document like an IBM Forms form template that is not
intended to be managed as a record will still have the additional IBM Enterprise Records
properties when it is exported. If that form template is imported into a target
environment that does not have the addOn for a records object store applied, an import
error can occur.

*  Considering the release levels of the software and deployment tools used. Deployment
tools such as IBM Case Manager administration client and FileNet Deployment Manager
should be at the same release level as the server they are connecting to. The release level of
the IBM FileNet products in the source environment should be the same as the products in
the destination environment to avoid issues during import.

*  Verifying all content to be deployed is checked in prior to starting the import process.

*  Planning the corresponding administrative groups in the source and destination
environments. The mapping between security principals in the source and destination is a
task performed in the migrate phase described later.

* Ensuring any services required by the solution application will be available when the
solution and associated additional assets are deployed.

For more information, see the FileNet P8 5.2 Information Center topic “About deploying to the
Content Platform Engine server”.

Preparing the destination environment can be an iterative process if complex dependencies
between assets are present. The FileNet Deployment Manager change impact analysis
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operation (also called analyze) described later in this article reports on potential import errors in
the destination environment and the impact of the changes on the destination environment.

The information in the change impact report should be examined to identify addOns or
configurations missing from the destination environment, and missing required or unexpected
items present in the converted deploy dataset. These issues must be corrected before the
deployment can proceed. Corrective actions might include:

* Installing and configuring third-party components the solution application depends on.

*  Re-exporting the assets from the source with a more focused set of include options to
ensure the deploy dataset contains only the desired assets plus all required assets to
support them. See the IBM Case Manager 5.2 topic “FileNet Deployment Manager include
options for assets”.

For more information, see the FileNet P8 5.2 Information Center topic “ About change impact
analysis”.

Prepare

Identify and document additional solution application assets

During the solution design and development phase, it is important to create and maintain a
listing of all assets in the entire solution application. As a part of this, information to assist in the
migration and deployment process for the assets must be included.

Note:

For an overview of assets related to the solution package, review the IBM Case Manager
5.2 Information Center topic “Identifying solution assets for migration”.

For a comprehensive discussion of migration and deployment instructions preparation,
review the IBM Case Manager 5.2 Information Center topic “Preparing customized
migration and deployment instructions”.
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For details about each type of asset migrated using FileNet Deployment Manager, see
“FileNet P8 assets” in the IBM FileNet P8 5.2 Information Center.

The remainder of this article assumes the reader has reviewed and is familiar with the
concepts and terms introduced by these topics as well as Part 1 of this series.

m

The first article in this series, Part 1: Basic Solution Migration and Deployment, talked about the
migration of IBM Case Manager assets. Another category of assets is called other FileNet P§
assets. This term refers to assets stored in the Content Platform Engine and managed by FileNet
P8 tools other than IBM Case Manager. The following table shows examples of which assets are
other FileNet P8 assets by listing the well-known ones.

@ The following table contains information on:

Type: Short description or name of asset

Defined using: Tool used to design the asset

Resides in: Where the asset used in the solution deployment is kept in the
development environment, for example the Design Object Store (DOS) or the
object store for the Case Manager target environment (Target Object Store, TOS).

Migration tool: Used to export/import the asset to move between environments.
Deployment tool: Used to deploy the asset into the target environment.

m
Resides Deployment
Type Defined by using in Migration tool tool
Reused Content Engine Administration Target FileNet Deployment FileNet
classes and properties Console for Content  object Manager Deployment
Platform Engine store Manager
Reused queues and Process Configuration Target Process Process
component queues Console object Configuration Configuration
store Console and FileNet Console
Deployment
Manager
Content Engine marking ~ Administration FileNet  FileNet Deployment FileNet
sets Console for Content P8 Manager Deployment
Platform Engine domain Manager
Content Engine event Administration Target FileNet Deployment FileNet
subscription Console for Content ~ object Manager Deployment
Platform Engine store Manager
Content Engine code Administration Target FileNet Deployment FileNet
module Console for Content  object Manager Deployment

Platform Engine store Manager
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Resides Deployment
Type Defined by using in Migration tool tool
Content Engine event Process Designer Target FileNet Deployment FileNet
workflow definition object Manager Deployment
store Manager
IBM FileNet eForms for P§ IBM FileNet eForms  Target FileNet Deployment FileNet
form template for P8 designer object Manager Deployment
store Manager
IBM Forms form template IBM Forms designer = Target FileNet Deployment FileNet
object Manager Deployment
store Manager
Workplace XT or IBM Workplace XT or IBM  Target FileNet Deployment FileNet
Content Navigator search  Content Navigator object Manager Deployment
stored in the FileNet P8 store Manager
repository
Search templates Search Designer Target FileNet Deployment FileNet
object Manager Deployment
store Manager

Figure 3 Well-known other FileNet P8 assets

Information that should be collected about these other FileNet P8 assets includes:

Object dependencies -

A dependency exists between two objects when one object references the other.
When such objects are imported, the object that is referenced must exist in the
object store before the object that references that object is imported.

For dependent relationships defined by a FileNet P8 application, FileNet
Deployment Manager understands the dependencies and ensures that the objects
are imported in the correct sequence.

Folder references - Path-based or GUID-based

Some operations in FileNet Deployment Manager use path-based rather than
GUID-based references to folders. Path-based references are used to reference the
folders parent folder, the security folder of an object, the containing folder in a
Referential Containment Relationship (RCR), or a folder in a system or user-
defined property. Migration of these assets must be preceded by the creation or
import of the correct folder hierarchy.

GUID-based are often used by other components whose metadata directly
reference a folder such as an entry template. Migration of these assets should
include the folder that is referenced to ensure stable GUIDs.



addOns utilized -

If you have objects that require an addOn on the source, that addOn must be
installed on the destination in order for FileNet Deployment Manager to import
the dependent objects.

Source and destination environment-specific information -

The object store in the destination environment that corresponds to a specific
object store in the source environment.

The user or group in the destination environment that will be assigned the access
privileges of a specific principal in the source environment.

The service data in the destination environment that corresponds to specific
service data in the source environment.

System configuration instructions -

System configuration steps required to complete deployment of the assets. For
example, JAAS credentials to access the application server or database login
information to complete a database connection specification often differs between
environments.

The tasks in this article will focus on two asset types from the above table by using examples
from a sample solution application:

* AnIBM Forms form template stored as a document in the IBM FileNet Content Platform
Engine. The form is used to customize the work details page. The form template is
stored in the source target object store (either the project area in a development
environment or the target environment in a test environment).

* A component queue managed by the workflow system component of the IBM FileNet
Content Platform Engine. In the sample solution application, a component queue
named CEopsExtended processes requests from the solution application to identify what
type of document was attached to the case by retrieving the document class name from
the FileNet Content Manager. Migration of the component queue will include migration
of the code module referred to by the component's Java adaptor.

The techniques shown for those two asset types can be generally applied to any asset managed
by the Content Manager and Workflow System components of the IBM FileNet Content
Platform Engine and migrated using FileNet Deployment Manager and Process Configuration
Console respectively.

Perform one-time configuration and setup tasks

When an application is migrated and deployed into a system for the first time, steps beyond the
migrate and deploy are often required to configure it in the new target environment. This is also



true for an application built around an IBM Case Manager solution. These additional steps will
be referred to collectively as system configuration.

At application/solution redeployment, system configuration information may be overwritten
during the redeployment process and may need re-specification. However most configuration
steps should not need repeating.

The types of system configuration tasks and their procedures are specific to the solution
application and its environment. These procedures will not be discussed in this guide. However
IBM FileNet tools used to migrate a solution application do have some setup tasks that are
described in the following sections. Some of these tasks help to facilitate migration when the
environments are disconnected.

A deployment can be between connected or disconnected environments.

Connected - one IBM Case Manager administration client or FileNet Deployment
Manager instance is able to access the source and destination at the same time and
performs both export and import.

Disconnected — Separate instances of the IBM Case Manager administration client or
FileNet Deployment Manager perform the export and then the import. Example is where
environments are separated by firewalls or the solution application is developed
externally.

A deployment tree contains the files that FileNet Deployment Manager creates. If the
environments are disconnected and more than one instance of FileNet Deployment Manager is
used, then more than one deployment tree must be created. If the deployment is connected,
only one deployment tree is needed.

As another feature to facilitate a disconnected deployment, FileNet Deployment Manager can
create a zip 'Deploy Package' which is easier to move between systems. This package contains
the information about the source environment that will be needed to import the assets into the
destination environment. If the systems are disconnected, the source environment is typically
extracted from the deploy package into the deployment tree for the FileNet Deployment
Manager performing the import on the destination.

For additional details about the structure and content of a deployment tree, please see
“Concepts: About FileNet Deployment Manager” in the IBM FileNet P8 Information Center.

Task — Create FileNet Deployment Manager deployment tree

If more than one FileNet Deployment Manager instance will be used to perform the export,
import and deploy, then a deployment tree must be created for each FileNet Deployment
Manager instance that will be used. The examples in this article implement a disconnected
deployment between distinct FileNet P8 Content Platform Engine domains.
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@The Deployment Tree data should be placed where it can be properly shared,
managed, and backed-up. The default location is typically not the best choice.
Depending on the situation, the FileNet Deployment Manager environments and the
data they contain could be leveraged by multiple solution administrators for use with
multiple environments saving time and providing a degree of consistency.

& On many versions of the Windows operating system, the Program Files and
Program Files (x86) directories are protected, and applications cannot write to them
unless explicitly run as administrator. The default location for the Deployment Tree is
the FileNet Deployment Manager installation directory which is typically one of those
two protected directories. As a consequence of not running as administrator, the
Deployment Tree data may be physically located in Windows VirtualStore. For example,
C:\ Users\ <username>\ AppData\ Local\ VirtualStore\ Program Files (x86

)\IBM\ FileNet\ ContentEngine\ tools\ deploy\ P8DeploymentData.

Step Action

Select All Programs > IBM FileNet P8 Platform > FileNet Deployment Manager to open
the Deployment Manager

On the Select Deployment Tree Location dialog, use the Browse button to select the
desired location in the file system.

The main FileNet Deployment Manager dialog will appear. Click Window > Preferences

Review the General options.

—  Optionally deselect Enable FIPS 140-ready mode to allow FileNet Deployment
Manager to store supplied passwords as encrypted data on disk. If option is selected,
you will be prompted for passwords each time FileNet Deployment Manager is run.
Additionally disabling this option allows FileNet Deployment Manager to convert
embedded passwords for certain service data in a deploy dataset provided you also
enter new passwords for the target service data as a part of the data mapping task.
For details, see “ About passwords” in the IBM FileNet P8 Information Center.

—  Set the option Export metadata assets created by an addOn to Never.

@ By choosing the option to never export metadata created with an addOn, the
best practice is followed of introducing metadata extensions from addOns to the
non-development environment using the same methods as used when the
metadata was originally added to the development environment.

For example, if a solution is integrated with a third-party product that also uses
the FileNet Content Platform Engine, by installing the product into the non-
development environment and applying the addOn to the target object store as
directed by the product documentation, the setup and configuration of that third-
party product will be correct. If the metadata is migrated by FileNet Deployment
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Step Action

Manager, some important configuration step might be missed causing issues when
the solution is deployed or run.

This approach also assumes the metadata introduced by an addOn is maintained
in both environments so they continue to be the same. Modification of the
metadata in one environment and not the other could lead to inconsistencies on
deployment and possible import failures.

O
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Task — Create FileNet Deployment Manager environment

This task is used to create environments in FileNet Deployment Manager to enable the tool to
connect to a given IBM FileNet Content Platform Engine environment. You must create an
environment definition for each of the development and test/production environments
involved in the solution application migration. As part of this definition, you provide the
configuration information the tool needs to connect to the environment including the PE
connection point referencing the project area or target environment used as the source or
destination of the migration.

An environment can serve as the source environment in one operation and the destination
environment in another. Thus this task does not distinguish between source and destination
environment and only describes how to create an environment. The environment's inclusion in
a source-destination pair later determines the role it plays at a given moment.



@ For an overview of the entire process and additional details about choices and options,
please see “Checklist: Environment definitions” in the IBM FileNet P8 Information Center.

The basic data from an environment is gathered and stored in the deployment tree so it can be
used in the deployment of assets. That data is stored into half maps that are created to keep the
following information about an environment:

Object stores

Storage policies

Storage areas

Security principals

Services (extracted from exported assets and includes a variety of information such as:
URLs referenced from widgets used in solutions or workflow definitions, database
connection information, user eMail addresses, WebServices referenced from IBM Forms
or eForms forms, etc. ).

Step

Action

Select All Programs > IBM FileNet P8 Platform > FileNet Deployment Manager to open
the Deployment Manager.

On the Select Deployment Tree Location dialog, if the desired tree is not selected by
default, use the Browse button to locate or create the desired tree.

Click OK to open the tree.

Click File > New > Environment

On the Create a new environment dialog, enter the environment name, claimsDEV in this
example.

@The name of the environment should be chosen to allow for quick recognition
of its relation to the business. Do not use a name representing its role in the
migration process such as 'source' or 'destination' since the environment may play
different roles at different times. A logical choice would be the same name as
assigned to the IBM Case Manager project area or target environment definition for
the environment the assets are being migrated from or to.

Click Finish.
Observe the addition of the node claimsDEV in the deployment tree.

Select the claimsDEV node.

Use File > Open to open the environment.

Switch to CE Connection tab (at the bottom).
Enter the information needed to connect to the Content Platform Engine.

Optionally use the Save the password option to store the encrypted password to disk. (The



http://pic.dhe.ibm.com/infocenter/p8docs/v5r2m0/topic/com.ibm.p8.common.deploy.doc/deploy_mgr_checklist_environ_def.htm

Step

Action

option will not be available if the preference for Enable FIPS 140-ready mode was not
previously disabled.)

If the option is available, enter the password now.

%IBM FileNet Deployment Manager - C:'\Demo'FDMdata

File Edit Deployment Wwindow | Help
J | EEEAY 0 ABE 29 &

2% Filehet Deployment Manager Tr... | = O *claimsDEY &3 =0

|~ Content Engine Connection Infarmation ;I
URL

Conneckion; Ihttp 'I

Application Server: IWebSphere

Server: I localhost

Part: I 2080 - Websphere Default j

Path: | wisifFHCEWSOMT MY

LRL: | hittp: fflocalhost: S080wsifFRCEWS40MTOMS

| [ Account

Username: | ceadrin

Password: I essenes|

P

¥ save the password

Test Connection ot Tested.

[-FE Zonneckion Baint

FE Zonnection Point:

] ]

B o

Overviell CE Connection |

Click Test Connection to verify the connection to the Content Platform Engine and
populate the PE Connection Point drop down.

If the Save the password option was not chosen, enter the password now when prompted.

If Test Connection fails, verify all Content Platform Engine connection information entered
as the failure might be due to an incorrect hostname, port number, or user credentials.

Use the PE Connection Point drop down to select the connection point that corresponds to
the project area or target environment this FileNet Deployment Manager environment will
be used with.




Step

Action

¥ save the password

—Aocount
Username: | ceadmin
Password: I I

Test Connection Successfully Connected

| ~PE Connection Paint

PE Connection Poink:

cov01251cpl

cowid1251cpl
cowdl251ep2
~|FDMdewCPdef
' |FDMdevCP10pat
= FDMdevCPYvonne
MTARGETCP
““|FDMdevPROjZCP
TORGET,
laimnsi_P

P

|
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Click File > Save

1"

Switch back to the Overview tab (at the bottom).
Click the Retrieve Data button for the Object Store/Storage Policy/Storage Area half map.

Object Store

Retrieve Data. .. I Starage Policy

Storage Ares

Retrieve Data, .. I Security Principal
Retrieve Data. .. I Service

[T clai 52, = im

[ Dwerview

Harne: | claimsDEY

File Path: | Z:\Demo\FDMdata EnviranmentsiclaimsDEY EnvironmentConfig. xml

Descripkion:

=
—Half Maps
Action TzEe Skatus

no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM
no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM
no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM

no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM

no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM

Cveryiew I "E Connection I




Step  Action

12 Select the Options and Mode you wish to use. Typically the default selections are
appropriate. For more information see “Extract an object store half map” in the IBM FileNet
P8 Information Center.

Click OK to start the retrieval.
Click OK on the completion dialog.

13 Nothing more will be done with the environment at this time. Later tasks will populate the
environment with the data for the security principal and service half maps.

Migrate

Export from source environment

Using information from the solution migration and deployment instructions, you will prepare a
FileNet Deployment Manager deploy package and Process Configuration Console export
configuration file. To ensure a consistent version of the application is packaged, freeze
development activities for the application to be migrated while the assets are being exported.

@ The 'freeze' is accomplished by coordination between the users in the development
environment and the administrator performing the export. Project planning and
procedures should include how such a freeze will be communicated.

Part 1 of the Solution Deployment Guide series of articles describes the specific processes for
using the IBM Case Manager tools to perform the basic solution migration and deployment.
This second developerWorks article describes the specific processes for using the FileNet tools
for exporting and importing other FileNet P8 assets. For all the articles in this series, any task
described as occurring during the export portion of the migrate phase is performed during the
same time period.
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As a best practice, the exported assets originally used to migrate the solution application for
testing are used again to migrate the solution application to the production environment. This
ensures the integrity of the application that is migrated to the production environment.

The remaining sections of this article describe the specific processes to export and import other
FileNet P8 assets using FileNet Deployment Manager and the Process Configuration Console,
and perform required post-deployment configuration changes to support the imported P8
assets used for the example in this guide.

Task 4a — Export FileNet workflow system configuration

Export the required Content Platform Engine Workflow System assets from the target object
store in the project area of the development environment where the solution application was
created and tested. Required Workflow System assets are those created with the Process
Configuration Console or Process Designer and not directly in Case Manager Builder. These
assets are not managed by IBM Case Manager, but the solution might directly incorporate them.
Or the business processes that are part of your solution application might use these assets.
Examples of these assets include: component queues or workflow system configuration
parameters.

Use the Process Configuration Console from within IBM Administration console for Content
Platform Engine to export Workflow System assets from the development environment target
object store to the test/production environment target object store.

Complete the export with the following in mind:

a) Only select assets created with tools other than Case Manager Builder. Direct migration
of assets such as work queues or event logs that will be created by the solution deploy
operation can cause conflicts. Assets managed by IBM Case Manager can often be
recognized by the presence of the solution prefix in their name or by their name being
the same as the solution name.

b) Use the Include System Properties option to export workflow system configuration
information. Note that some configuration information is environment specific and
may need to be edited using Process Configuration Console on the destination system
once the solution application is deployed.

c) If you are exporting only System Properties, select Export selected components under
Export Type and deselect all components.

Include the resulting XML file as a part of the files in the solution application package when
preparing to migrate a solution.



Step Action

1 Log into the IBM Administration Console for Content Platform Engine (ACCE) using the
URL

http:/ / <CPEserver_host:CPEserver_port>/acce

For example, the default URL when using IBM WebSphere as the application server is:
http:/ /localhost:9080/ acce

For example, the default URL when using Oracle WebLogic as the application server is:
http:/ /localhost:7001/acce

2 Open the object store used as the target object store for the project area the solution
application will be migrated from.

3 The Process Configuration Console can be found for a given object store on the
Administrative node, Workflow System > Actions > Configure Workflow Settings

Administration Console for Content Platform Engine 2 CEAdmin - ¥ - @

(@ cco1251dom B claims0S

Object Stare: claims0s

~ gy claims0s @ claimsos = Workflow Sy.
+ [ Administrative
» [7] Audit Disposition Save | Refresh | | Actions - | Close
» [ Index Areas

Configure Warkilow Settings
Index Jobs Manager

Indexing Gueue
Publishing Queue

General Language Packs Remote Gervers Isolated Regions Advanced

Replication Queue

» [ Security Policies Aworkfow system s a collection of isolated regions. Each isolated region contains the queues, rosters, and evant logs that are necessary to creats and -
process workllows. Learm more
» Storage Areas
» [ Storage Policies = Defaultlocale: 2 English (United States) -
- arkflowy Systerm
g Y «  DaterTime mask @ rmidddyy bt am
» [ Connertion Foints
Browse 7] Use legacy datetime mask (%

Data Design

Events, Actions, Processes #ELIED base directory: (2

Recovery Bins

\ zeamM t File Groups E
4 After the Process Configuration Console java applet is launched, from the Workflow

Systems listed, select the connection point for the project area where the solution
application resides. With the Action menu, use the Connect operation and connect to the
desired workflow system isolated region.




Step

Action

File Settings Help

Action | View | 0 GL | > o=
Connect wetems :

Help conzZ-sZ2os3

L

w1 251 cpl [1]

cocwl1 251cp2 [2]

& B covll1 251 FDMdew-dbo

FOMdevPROiZ P [1]

L Tﬁé cocwd1 251 FDMdew-FOMdewT

FOmdew=F10pat [10]

- 'IE»% ccwd1 251 FDMdew-FDMdewT

FOmdevwFPder [1]

T II/E'% ccwd1 251 FDMdew-FDMdewT

FOMdewiZzPYywonne [1]

L-4 'I?% ccwlOl1 251 FDMprod-TARGET)
TARGETCPR [1]

o 18 cowll1 251 FDhprod-claimso

L-4 1'2% ccwlOl1 251 FDMprod-TARGET)

TARGETZCP [11]

name for the Export File.

5 With the Action menu, use the Export to XML file operation to launch the export wizard.
File Settings Help
action | view | 7 G | X 28|89 8|72
it Changes : |~
| ard Changes m E@
Initialize Isolated Region Work Queu... Component Queues User Queues Rosters Event Logs Application Spaces
l Export to XML file I
Import from XML file M1 =
Publish to WSRR 1 g]e"T
Publish to UDDI davT
Create ¥XLIFF file b
Verify XLIFF file dewT
7 [1]
Disconnect AoET
Properties...
Help Rims0
= T ubldllll T
E@ Wiork Queues
o[ Component Queues
o 3 User Gueues i
o E@ Rosters Fhed
o [ Event Logs 1] I [ 1¥]
o EE’j Application Spaces Category | Marme | Workflow System | |solated Region
L 12% covl 1251 FDMprod-TARGET)
6 On the Export Configuration dialog, use the Browse button to select a location and fill in a




Step Action

Recommendation is to use a file name that describes the version of the assets
being exported using the current date, a version designation, or some other
labeling that can later identify this export file when it is copied to another system
for import.

Click Save .




Step  Action
Bowoiiord ]|
Export

Export Configuration
Bxport Configuration to XML File Save i I , AutaClaims Application Package j L] Ei‘ E3-
Mame = |v| Date modified I'I Type
) g . Commmon Components 9/8/2013 8:58 AM File Falder
Export File: [ . Documentation 9/5§2013 8:58 AM File Folder
| ICH Wersion-specific Components 9812013 8:53 AM File Folder
[] Include System Properties E
Desktop
[] Include User Information E
Export Type Libraries
) Export all components N X
® Export selected components q
ompute

| i

|
File name: IJtoCIaims_ComponentG ueue_vh_2013051 4.xn-]j Save I
j Cancel |
%
1

Save as tppe: IAII Files [

Select an Export Type of Export selected components.

@In the example used for this article, only a component queue definition needs
to be exported. You will choose different options if you need to export other

FileNet P8 workflow system assets.

7

Click Next
Export Configuration
Export Configuration to ML File [ﬁ

ExportFile:  [iClaims Application Packageitutoclaims_Componentaueue_vs_20130514.xml| Browse

[ ] Include System Properties
[ ] Include User Information

Export Type
) Export all components
(®) Export selected components

| < Back H Hext > || Finish H Cancel || Help... ‘




Step Action

8 Deselect the check box at the topmost node to cause all subordinate check boxes to be
deselected.

Open the node for the desired export component. In our example that is Component
Queues .

Check the box corresponding to the desired export component. In our example this is the
component queue named CEOpsExtended.

Click Next .

EHporI: Wizard

Select Export Components
elect expoaort companents

L1 W LI 1 [}

(| ICM_RuleOperations
|:E|, User Queues

C2 Rosters

3 Event Logs

EE. Application Spaces

9 On the Summary dialog, review the information to verify it is correct.
Click Finish to begin the export operation.

When the Summary dialog closes, the export operation is complete.

10 Close the Process Configuration Console by using File > Exit .

Task 4b — Export FileNet Content Manager assets

Export the required FileNet Content Manager assets from the target object store in the project
area of the development environment where the solution application was created and unit
tested. The export operation offers a choice of include options. These options direct FileNet
Deployment Manager to include some, all, or none of the associated objects that an asset is
dependent on as a part of the deploy dataset. Thus the deploy dataset can be directed to contain
dependent objects without a requirement to explicitly identify and add each associated object to
the export manifest.



Utilize export include options to narrowly focus the export. This approach is intended to avoid
implicit inclusion of unwanted objects that can be caused by the propagation behavior of the
include options. For a more detailed explanation, see the IBM Case Manager 5.2 topic “FileNet
Deployment Manager include options for assets”.

Step  Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 In the Environments node, navigate to and expand the node for the environment that will
be used as the source for the export.
3 On the Export Manifests node for the source environment, right-click and select New >
Export manifest
ﬁlﬂM FileNet Deployment Manager - CDemo’ FDMdata
File Edit Deployment ‘Window Help
n b b (=LY
|t Elx B D ABE LY &
'{é} FileMet Deployment Manager Tr... |~ O @ claimsDEY &3
El@ Environments _
Elﬁ, clairmsDEY SR
: EZI Object Store Data Marme: | claimsDEY
i Ej Security Principal Data File Path: IC:'I,DEITlD'I,FDMdata'l,EnVianmEl'ltS'I,(
EZI Service Daka o
. @ M Description:
@ DEY @ Export manifest. .. Ctrl+alk+-F I_
-3 uar " Paste  Chrv
EEI--EE Source-Destination PAFS || I
4 On the Create a new export manifest dialog, enter a name. In this example,

ClaimsSolutionFileNetAssets is used.

@ This name is used by later operations in FileNet Deployment Manager as a
suggested default name. Assign a name that describes what the contents of the
deploy dataset generated from the export manifest will be. Then those later default
names will be useful and understandable.

Click Finish to create the empty export manifest XML file under the source environment in
the deployment tree.
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Action

emo', FDMdata'.Environments' claimsDEY' Assets'ExportManifests

9\‘ Jv| . = Computer - Local Disk (C:) - Demo ~ FDMdata - Environments - claimsDEY ~ Assets -~ ExportManifests - l‘all Search ExportManifests
Crganize v  Incudeinlibrary =  Sharewith +  Mew folder B=
Bl 1 Dema LI Mame ~ Date modified |Type Size |
. Buko_ClaimsS2v2_package
2| ClaimsSalutionFilehlet Assets, xml 9f17[2013 5:20 PM XML Docurment 1 KB
El | FDMdata =
= Environments
= claimsDEY

=] | Assets

. ExportManifests

5 In FileNet Deployment Manager. double-click on the new export manifest node
ClaimsSolutionFileNetAssets.xml to open the manifest and launch the export manifest
editor.

6 Click on the green plus symbol on the tool bar to add assets to the manifest from the
FileNet P8 domain.

EvIBM FileNet Deployment Manager - C:hDemot,FDMdata
File Edit Deplovment Export Manifest  Window  Help
B Jﬁ%ﬁm%ﬁl%%lﬁ%%l&@&f@%
é: FileMet Deployment Manager Tree Uiewl i Eﬁ claimsDEY [ @ C_I_ F.q;_s_n_a!:_s_..{m! EX l
Elﬁi Environments I = I - I I - I
EJE claimsDEY Iamme Cateqgor Object Store (8] Include Options
- B3 object Store Data
EZI Security Principal Data
Lo EZI Service Data
E@ Export Manifests
@ ClaimsSolutionFileMetAssets, xml
-7 pev
-3 uat
E]--Eﬁ Source-Destination Pairs
7 Using the navigation pane on the left, open the object store used as the target object store

for the project area on the IBM Case Manager development system where the solution
application was developed. Select nodes under the object store node to browse for assets to
be added to the manifest.

Using the right-hand pane, select and Add all of the FileNet P8 assets that should be
exported. In this example, the next few steps will show adding these assets to the manifest:

. The IBM Forms form template (FNOL_IBM_FORM_AC.xfdd) document and its parent
folder, named forms, will be exported. However because the folder forms contains more
than just the one desired form template, it and the form template document will be
added to the export manifest as distinct entries with focused include options
appropriate for the type of object.

*  The code module CEOpsExtended used by the component queue's Java adapter and its
parent folder named CodeModules_WF will also be exported. Since that folder was
created especially to contain the code module, the include options in this example can
be less focused and used to also implicitly export the parent folder with the code
module document as a dependent object.




Step

Action

8 First the parent folder forms is added by navigating to its parent folder (Root Folder) in the
navigation (left) pane and selecting then adding forms in the add assets (right) pane. An
asset can be added to the export manifest by either:

o single-clicking the asset in the right-hand pane to select and then using the Add
button.
o double-clicking the asset in the right-hand pane.
o right-clicking on the asset and selecting Add from the context menu.
After it is added, each asset is listed in the export manifest with identifying information
such as display name and GUID.
£ IBM FileNet Deployment Manager - C:\Demo’FDMdata . -
File* Edit Deployment.  Export Manifest: - Window = Help
| % | EREY SO aBE Ldd|® 0%
@Fi\eNet Deployment Manager Tree \f\ewl = ||Iﬁ claimsDEY ] =0 |
Eﬁﬁﬁ Environments T T -
=N — TR T e
"B object stors Data [ forms Folder TARGETZ0S {E69Z0Z0E-0B17-4206-8427-041B11705C0CH | deFault
Securlty Principal Data
: : EZI Service Data
= [B Export Manifests
ClaimsSolutionFileMetAssets, xml
DEY & Add Assets - claimsDEY : ClaimsSolutionFileNetAssets.xml [_ [Olx]
ﬁ UAT B0 Global Configuration | | Name | o Containment Mame Modified B Modified Da
Ba Source-Destination Pairs B object Stores (2 CodeMadules {E4709B77-147D-4... CEAdmin Fri Aug 23 1
+-if}p) Slosids Sahss CEAdmin FrifAug 23 1
- @l S1os2ds (B forms {E692020E-9B17-4... CEAdmin Mon Jul 29 ©
! S1os3ds
[ @) cevOl2S10s4ds
EHl daimsos
G-} FOMdevDOS
+1-if}p) FOMdevPrajz0s
G-} FOMdevTOS1
4! FOMdewTOSYvonne
-k FrdevTOSpat
il STAGING
- TARGET
=il TARGET203
- Administrative
EID EBrowse
=] Root Folder
{1 CodeMoc
0 forms —
{20 1BM Case
{3 uncortained
B0 Unfiled Docu
7 #-{7 Data DIes\un . T | _>|
9 The add assets process is repeated to add the desired form template document to the export

manifest. Using the left-hand navigation pane, open the parent folder forms.

The document named FNOL_IBM_FORM_AC.xfdd is added to the export manifest by
double-clicking it in the right-hand add assets pane.

Notice how both the folder object named forms and the document object named
FNOL_IBM_FORM_AC.xfdd are now present in the export manifest.
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10 Lastly the document representing the code module is added to the export manifest.
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11 Click the Close button to close the Add Assets dialog.
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12

In the export manifest list, the Include Options column contains the word 'default'
indicating the default include options are currently assigned. This will be modified.

@ Hover over the cell in the Include Options column to view current settings.

All the assets are selected to allow the include options they have in common to be
modified.

Click the pencil icon on the tool bar to invoke the Include Options dialog.
SO GBE L& |G jb{&

@ *lgimsSoluti

_

13

On the Include Options dialog, the None button is used to clear all the include options
directing the export process to only export the asset listed in the export manifest.

Click OK to accept the Include Options.

14

Click File > Save to save the export manifest created at this point.

15

Observe in the export manifest list, the Include Options column contains the word 'none'
indicating no include options are currently assigned for any of the assets in the export
manifest.

Next only the document named FNOL_IBM_FORM_AC.xfdd is selected on the export
manifest list and the pencil icon is pushed on the tool bar to invoke the Include Options
dialog.

To ensure the document will be filed into the forms folder when it is imported, the include
option Include relationships to containing folders is selected.

Click OK to accept the Include Options.
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16

Next only the document named CEOpsExtended is selected on the export manifest list and
the pencil icon is pushed on the tool bar to invoke the Include Options dialog.

To ensure the document, its containing folder and their relationship, will be exported into
the deploy dataset, the include options Include parent folders, Include relationships to
containing folders are selected.

Click OK to accept the Include Options.
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17 Click File > Save to save the export manifest created at this point.

18 Close the tab for export manifest ClaimsSolutionFileNetAssets.xml

19 In the navigation pane, right-click on the ClaimsSolutionFileNetAssets.xml node and
select Export to start the export wizard.

20 On the Export Options dialog, note how the descriptive name chosen for the export
manifest is used, by default, for the deploy dataset name. The name of the deploy dataset
(ClaimsSolutionFileNetAssets) can be changed if a different one is desired.

Accept the defaults and click OK to start the export process.




Step

Action

: a s WL Rl . 3
[ [E] Expart Manifests H b
REERET B G EE  Export Options [x]
-4 DEV
i % AT Expart Manifest File:
E] Souroe-Destnation Pars claims DEYHA
Cutput Folder for Deploy Dekasets:
! CDemol FAOMdazaEnvironmenksidamsDEViAssets _:I Browse

Deploy Dataser Mams:

| ClaimsSalubonFilNebbssets

(s 3 | Cancel
I
21 Wait for the dialog indicating a successful completion.
5 Exporting Manifest Environment claimsDEY |
F Export successful bo:
' | C:\DemolFDMdatalEnvironments) claimsDEY AssetsiClaimsSolutionFileMet Asse
— Is
6 items processed.
22 On the completion dialog, verify the number of items processed matches the expected

number of assets. In this example, six items were processed:

. The folder forms , the document FNOL_IBM_FORM_AC.xfdd, and the relationship
between them = 3 items.

*  The code module document CEOpsExtended along with its parent folder and their
relationship = 3 items.

If the number of items greatly outnumber the assets in the export manifest, or many more
items than expected were processed, examine the deployment.log file for the export process
to look for unexpected items. Refer to the IBM Case Manager 5.2 topic “FileNet
Deployment Manager include options for assets” for tips on how to use the include
options to focus the export of assets.

The deployment.log file is located in the Temp directory of the deployment tree using a
date/time naming scheme. In the example, the deployment log is located at

C:\ Demo\ FileNet Deployment

Managerdata\ Temp\ Run.2013.09.17.18.24.06\ deployment.log
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Step  Action

g( )v‘ ~ Computer + Local Disk (C1) ~ Dema ~ FOMdata + Temp + Run.2013.09,17.18.24.06 ~ B [sewrchrun.2013.08.17.15.24.05 D)

Organize ¥  |Open v  Print  New Folder = - [ @

Dema el Mame ~ Date modified I Type Size | |
Auto_Claims52vz_package
FOMdata

12| DeploymentOperation, xml 9/17§2013 6:24 PM ¥ML Document 1KB

Environments
clairmsDEY | derby.log M17)2013 6:24 PM Text Document ZKBE
Assets
ExportManifests
DEY
UAT
Modules
Pairs

Samples

Temp

& When building the deploy dataset, ensure an asset's dependencies are considered. For
example:

a

If a deployed code module is revised, then any action referencing the code module does
not reference the latest version. To avoid this situation, it is important to include the
referencing actions in the export. Alternatively, you can manually update the
referencing actions on the destination system by copying a reference of the code module
into the action object. In addition to action objects like an event action or change
preprocessor, referencing elements can include a Java component adapter configured for
a component queue. The component queue configuration is exported using the Process
Configuration Console. See “Task - Export FileNet P8 Workflow System configuration”
above.

If a new version of a workflow definition document is exported, the workflow
subscription that references it should be exported as well. This allows the FileNet
Deployment Manager import option Transfer workflows after import to be used at
import time to automatically update the workflow subscription to reference the newly
imported and transferred workflow.

If a pre-existing export manifest will be used, ensure that any document objects listed
reference the correct version of the document. The export manifest refers to a specific
document version and may need to be updated (the document removed and re-added to
the manifest) if the document version has changed.

For more information about deploying code modules, see “Deploying Java action handlers” in
the FileNet P8 5.2 Information Center.
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Task 4c¢ — Create security principals half map

For a source half map, it is best to retrieve principal data from a deploy dataset such as the one
created in the previous task “Export FileNet Content Manager assets”. This creates a relatively
small source security principals half map containing the principals that need to be converted for
the import of assets the deploy dataset contains. Retrieving this focused list of security
principals takes much less time than retrieving all the principals from a large LDAP directory.

To ensure the half map contains all the expected security principal field values and avoid
potential issues when the security principal half map is used on the destination system, it is best
practice to fetch the complete values from the LDAP. To avoid a fetch of all entries from a
potentially large LDAP repository, the following procedure will show using the LDAP filter
option Use Environment's Principal Half Map to augment the information obtained from the
smaller deploy dataset with information from the actual LDAP.

For details on the process and options to create a security principal half map, see the FileNet P8
5.2 Information Center topic “Extract a security principal half map”.

Step Action

1 If needed, open the FileNet Deployment Manager and desired deployment tree.

2 In the Environments node, navigate to and expand the node for the source environment.

3 Double-click on the source environment node (claimsDEV in the example) to open it.

4 Use the Retrieve Data button for the type Security Principal to start the wizard to retrieve

the data.

Ei@,claimsDE'\u‘ 3

s
| Marne: | HaimsDEN
' File Path: J Ci\Demo\FOMdatatEnvironmenkstclaimsDEVEnvironmentConFig. <ml

| Description:

Action

IE Half e T e e e e T

Tvpe

' Retrieve Daka.. . 1

Obiject Store
Storage Policy
Sktorage Area

Security Principal I

| [ e
I

I Retrieve Data. .. j
(1 , Retrieve Daka... 1

Service

Status

14 entries, no labels, updated Sep 17, 2013 at 5:07:23 PM
no entries, no labels, updated Sep 17, 2013 at 5:07:23 PM
no entries, no labels, updated Sep 17, 2013 at 5:07:23 PM

no enktries, no labels, updated Sep 17, 2013 at 4:56:42 PM

no entries, no labels, updated Sep 17, 2013 at 4:56:42 PM
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Step

Action

On the first Retrieve Data for Security Principal Half Map dialog, choose Deploy Dataset
File .

On the next Retrieve Data for Security Principal Half Map dialog,

*  Use the Browse button to select the deploy dataset containing the exported assets the
principals will be extracted from. In our example the deploy dataset is located in the
deployment tree at C:\ Demo)\ FileNet Deployment
Managerdata\ Environments\ claimsDEV\ Assets\ ClaimsSolutionFileNetAssets

. For the mode,

o if you are using an existing FileNet Deployment Manager environment and want
to add security principals, choose Merge.

o if you wish to utilize only the principals in this particular deploy dataset, choose
Overwrite.

o For a new environment, the choice or Merge or Overwrite yields the same result.
For this example, Overwrite was chosen.

Click Finish to start the extraction process.

Verify the process completed successfully.

Click OK to dismiss the Build principal half map dialog.

@ When security principal data is retrieved only from a deploy dataset or configuration
export file, the resulting security principal half map could be incomplete and might not
contain expected values for the SID or shortname if the exported asset did not have all those
values stored with it.

Since this example will create a deploy package to use in a simulation of a solution
migration across disconnected environments where information from the source
environment LDAP is not available at the destination, this best practice of fetching the
complete LDAP information at the source will be followed.

O

Start by repeating step 6 and use the Retrieve Data button for the type Security Principal to
start the wizard to retrieve the data.

On the first Retrieve Data for Security Principal Half Map dialog, choose From Content
Engine's LDAP Provider .

10

On the next Retrieve Data for Security Principal Half Map dialog,

o Use the Retrieve Realms button to cause FileNet Deployment Manager to
populate the available LDAP Realms.

o Choose the appropriate LDAP realm (the example only has one possibility)

©  For the Filter, choose Use Environment's Principal Half Map .




Step Action

o In the Filter Settings , select the source environment where the desired security
principal half map resides, in this example claimsDEV .

o For the Mode choose Merge to allow labels that might have been added to the half
map to be retained.

Click Finish to start the extraction process.

5 Retrieve Data for Security Principal Half Map

Retrieve Data for Security Principal Half Map

Select the LDAP settings and filkers to use when extracting Principal Daka.

—LDAF Realms

I Retrieve Realms IISeIect all I Deselect all I

— Filter

Pl N1

I = Use Environment's Principal Half Map I
T Lse o Label File

[ Filter Settings

Enwironment Far Principal Half Map Filker

IclaimsDE‘-.-' LI

viode
% mMerge retrieved data with existing half map

CRSEPIAIFIES &5 | =1 T A = v data

—
l\_?_,l = Back I Mext = I Finish I Cancel I

11 Verify the process completed successfully.
Click OK to dismiss the Build principal half map dialog.

12 In the navigation pane, double-click on the Security Principal Data node of the source
environment to open the Security Principal half map.

13 Optionally assign values in each row for the Label column. Labels in the half maps for the
source and destination environments are matched automatically when the source-
destination pair data maps are built.

@Using labels is a good way to let the software automatically map security




Step Action

principals created in the Prepare phase of deployment.

.@. claimsDEY £ #Security Principal Data For claimsDEY 53

Label | Shork Mame = | Display Mame | Type | Mame
Adminl sy ceadmin CEAdmin Iser cn=C_EAdmin, ou=5hared, ol

ceadringroup CEAdrminiatoup

cn=C_EAdminGroup, ou=5ha

14 If labels are added or modified, use File > Save to commit them in the half map.

15 Close the Security Principal half map tab.

Task 4d — Create services half map

This task is optional depending on the solution application design. In our example, the IBM
Forms form template contains a web services reference that will need to be mapped to a valid
value for the destination environment.

Service information can be extracted from the following sources:

» FileNet Content Manager deploy dataset containing documents whose content can be
processed by FileNet Deployment Manager to extract the service data. In the IBM Case
Manager system, many document types are supported by FileNet Deployment Manager
including: Case Manager pages, workflow definitions and form templates.

» FileNet workflow system configuration export file: Service information might be present
for region-wide properties, such as specified web applications. Content Platform Engine
user information can also appear in the service half map extracted from a configuration
export file.

*  Service half map for the source FileNet Deployment Manager environment: The service
half map data gathered from the source environment provides a starting point for
creating a service half map to use for the destination environment. This technique will
be used later in this article.

* Note that if you attempt to extract service data from a set of assets, but none of their
content contains service information, no error occurs and the service half map remains
empty.

For details on the process and options to create a service half map, see the FileNet P8 5.2
Information Center topic “Extract a service half map”.
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Step Action

1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 In the Environments node, navigate to and expand the node for the source environment.
3 Double-click on the source environment node (claimsDEV in the example) to open it.
4 Use the Retrieve Data button for the type Service to start the wizard to retrieve the data.
@..clgim..s[?E'f &3
- Owverview
Mame:! | HairnsDEY

File Path;: | Z:1Demol FOMdata) EnvironmentsiclaimsDEY EnvironmentC

Descripkion:
— Half Maps
Action Type Status
Object Store 14 entries, no labels, updated
Retrieve Data. ., | Skorage Policy no entries, no labels, updated
Storage Area no entries, no labels, updated

Retrieve Data.,, | Securiby Principal 2 entries, 2 labels, updated Se
Retrieve Data. ., | Service no entries, no labels, updated

5 On the first Retrieve Data for Service Half Map dialog, choose From CE Deploy Dataset
File .
6 On the next Retrieve Data for Service Half Map dialog,

*  Use the Browse button to select the deploy dataset containing the exported assets the
services information will be extracted from. In our example the deploy dataset is
located in the deployment tree at C:\ Demo\ FileNet Deployment
Managerdata\ Environments\ claimsDEV\ Assets\ ClaimsSolutionFileNetAssets

*  The behavior of Merge or Overwrite is as described before for the Security Principal
half map. Since this is a new environment both modes yield the same result and a mode
of Overwrite was chosen.

Click Finish to start the extraction process.

7 Verify the process completed successfully.




Step Action

Click OK to dismiss the Build service half map dialog.

8 In the navigation pane, double-click on the Service Data node of the source environment to
open the Service half map.

@. Service Data for claimsDEY &5

Label | Mame = | Walue
FHOL_IBM_Farm_&C, xFdd. madel[main].instancelogicDatayfsubmit_url - Rkkp: )/ [FakeSeryver 19999 D

9 No further edits are needed at this time. This half map will be used in a task later.
Close the Service half map tab.

10 Observe the files holding the object store, principal, and service half maps are now
populated for the claimsDEV environment in the deployment tree.

,Demo’,FDMdata'Environments' claimsDEY

9( .:}v | ~ Computer ~ Local Disk (C:) ~ Demo ~ FDMdata = Environments ~ claimsDEY ~ - lmll Searcl

Organize ¥ o Open Includeinlibrary +  Share with »  MNew Folder

Demo Al ame - Diate modified | Type
Auto_ClaimsS2v2 _package ol
FDMdata = File Folder

Enwvironments =] EnviranmentConfig.ml 918(2013 1:34 PM HML Docurment
claimsDEY =] HalfMap_ObjectStare, xml 91712013 5:07 PM *ML Document
Assets 2] HalfMap_Principal =ml 182013 1:34 PM #ML Document
ClaimsSolutionFilshist4ssets =] HalfMap_Service.xml 9/18/2013 12:45 PM %ML Document

Content
ExportManifests

Task 4e — Create FileNet Deployment Manager deploy package

In FileNet Deployment Manager, a deploy package is a compressed file of deployable assets
that FileNet Deployment Manager can utilize to migrate them into a different environment.
Using a deploy package is a multi-step process. First use FileNet Deployment Manager to

construct a deploy package from the assets that were previously exported creating a deploy



dataset. Then you transfer the deploy package (zip file) to a different system for use by an
instance of FileNet Deployment Manager that can access the destination environment. Finally,
FileNet Deployment Manager is utilized to expand the deploy package and subsequently
execute all the tasks to complete the migration and deployment process.

This task shows how to create a deploy package for the example deploy dataset
ClaimsSolutionFileNetAssets.

Step Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.

2 Use File > Deploy Package > Create Deploy Package to launch the wizard.

%IBM FileMet Deployment Manager - C5Demo' FDMdata
File Edit Deplovment ‘Window Help

| | % |l B W
@} Filefet Deplovment Mar. .. = O ||
Elﬁ Erwironments ||

‘@' EDE Qpen Chrl+T

[

DO ABE L&

S —— i " W

ﬁ. L @ Export. .. CErl+i
%3. SRl Deploy Package » 'EE Create Deploy Package. .. Ctrl+5hift+2
- Copy ChrC & Expand Deploy Package...  Ctrl+Shift+U
L o |
3 On the Create a Deploy Package dialog,

o Use the Browse button to locate and select the desired deploy dataset to use to
create the deploy package. In this example, C:\ Demo)\ FileNet Deployment
Managerdata\ Environments\ claimsDEV \ Assets\ ClaimsSolutionFileNetAssets

o Verify the Source Environment reflects the desired environment to get the half
maps from. (By default it is pre-set to the environment the Create a Deploy
Package wizard was launched from.)




Step Action

I NI
| Evl:reate Deploy Package I ] 3 | —
1

Create a Deploy Fackage

Select a deploy dataset to be contained in the deploy package, Select a source environment From which the half maps
will be added ta the package. Use the Change button to modify the default location and name For the deploy package.

Deploy Dataset:

I C:\Demo\FDMdataEnvironmentsi claimsDE Y Assets

Source Environment:

;I Erowse |

In:laimsDE'\nI

Deploy Package:

Browse Deploy Dataset Folder

Select Deploy Dataset Folder

=
=

. Dema
. Auto_Claims52vZ_package
. FDMdata

=
=

. Environments
. claimsDEY
= . Assets

= |- ukionFilen

=1 Content

Falder: I ClaimsSolutionFileMetAssets

Ok I Cancel

Make Mew Folder |

o For the Deploy Package location, use the Change button to place the package in a
location where it can be easily found. In our example we'll put the FileNet
Deployment Manager deploy package in a well-known location. The same well-
known location was used in Part 1 of this series when the solution package was
created by exporting the solution with the IBM Case Manager administration

client.
Click Finish to start the creation of the deploy package.

&} Create Deploy Package =] 3 | &

Create a Deploy Package

Select a deploy dataset bo be contained in the deploy package, Select a source environment From which the half maps
will be added to the package, Use the Change button to modify the defaulk location and name for the deploy package.,

j Browse |

Deploy Dakaset;

ClaimsSolutionFileMeta

1\ DemolFOMdatalEnvironments

Source Environment:

IclaimsDE\-‘ j

Deploy Package:

Change |

I ZiiLabsiaoto ClaimstAutollaims Application Package'ClaimsSolutionFilehetAssets, zip

Finish I Cancel

V)

-
[
.




Step Action

5 Verify the process completed successfully.

Click OK to dismiss the completion dialog.

Prepare to import into destination environment

Unlike the IBM Case Manager assets which are imported into a staging object store, import of
the other FileNet P8 assets is directly into the destination target environment. Therefore the
import operation is not performed until the Deploy phase of the migration and deployment
process.

However many tasks can be performed in preparation for the deploy. Doing as much work as
possible before the deploy reduces the time and effort of that phase and will facilitate getting
the UAT or PROD system back online as soon as possible.

One such set of tasks is the one-time setup of an FileNet Deployment Manager deployment tree
and environment to support the destination environment. If a deployment is disconnected or
different computers will be used to perform the export versus the import, then another
deployment tree must be created. You would repeat the tasks in the section “Prepare” above to
create an FileNet Deployment Manager deployment tree and FileNet Deployment Manager
environment to represent the destination environment. This would be completed as a one-time
effort before starting the next set of tasks. In this example, an FileNet Deployment Manager
environment called claimsUAT was created in the destination environment's FileNet
Deployment Manager deployment tree. The PE connection point for the destination target
environment where the solution will be deployed is chosen.



&IBM FileNet Deployment Manager - C:\Demo’\DESTdata
File Edit Deplovment ‘Window Help

me e B
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The half map for the object stores at the destination was also generated as previously described.

The FileNet Deployment Manager deployment tree can be stored locally on an individual
solution administrators desktop or placed in a central location where access to it can be
coordinated.

Task 8a — Extract FileNet Deployment Manager deploy package

The FileNet Deployment Manager deploy package created previously would have typically
been bundled with the other solution application artifacts such as the solution package, and
security or audit configuration manifest packages. This bundle might be managed using a
source control system or some formal process to ensure all the pieces being deployed as the next
version of the solution application will be well understood. The deploy package would have
been transferred to the destination environment as a part of the overall solution application
bundle.

The FileNet Deployment Manager instance used for the destination environment will then
typically be asked to expand the deploy package and subsequently execute all the tasks to
complete the migration and deployment process. The deploy package extraction can either
create the required FileNet Deployment Manager source environment in the deployment tree,
or the expanded deploy package can be placed within a pre-existing source environment in the



deployment tree. This allows a solution redeployment to leverage the work to create the source
and destination half maps, and source-destination pair mapping assignments from previous
solution application migrations.

This example shows a first time migration to a destination environment that is disconnected
from the source. A new FileNet Deployment Manager deployment tree and FileNet
Deployment Manager environment that connects to the destination FileNet P8 domain were
created as a part of the preparation of the destination system.

With a disconnected deployment, the original source environment is presumed to be
unavailable. FileNet Deployment Manager makes this assumption as well and the connection
specifications from the source are not carried across in the FileNet Deployment Manager deploy
package. Assuming the source half maps were completely populated before the deploy package
was created, additional information from the source will not be needed.

Step Action

1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 Use File > Deploy Package > Expand Deploy Package to start the wizard.

3 On the Expand a Deploy Package dialog,

o Use the Browse button to navigate to and select the zip file containing the FileNet
Deployment Manager deploy package.

o For Source Environment , select the option to Create New Source Environment
and assign a name. In this example we used the same name as before, claimsDEV,
but that is not a requirement.

o For the Half Map Mode, choose Extract from Package from the pull-down.

o Leave the value for Deploy Dataset at its default setting. We'll let the deploy
package be expanded into its default location in the deployment tree.

Click Finish to start the expansion process.




Step Action

& Expand Deploy Package _ [O0]
Expand a Deploy Package

Select a deploy package to be expanded, then select an existing environment or specify to create a new ane, Select a mode
for handling the environment's half maps, Use the Change button to modify the location For the expanded dataset,

Deploy Package:
I CiiLabstauko Claims)AutaClains Application Package\ClaimsSolutionFileMetAssets.zip j Browse |

—Source Enviranment
& Create New Source Environment:

| claimsDEY]

" Select Existing Source Enviranment:

| j

Half Map Mode:
IExtract From Package j

Deploy Dataset:
IC:\,Demo'l,DESTdata'l,Environments'l,cIaimsDE\l"l,Assets'l,CIaimsSqutiDnFiIeNetAssets CZhange |

Mote: The output path for the deploy dataset must be unique. Existing files or folders cannot be overwritten,

iy .
l‘\?jl Finish I Cancel

4 Verify the process completed successfully.

Click OK to dismiss the completion dialog.

5 In the Environments node, navigate to and expand the node for the source environment just
created by the expand deploy package wizard.

6 Double-click on the source environment node (claimsDEV in the example) to open it.

7 In the navigation pane, double-click on the Security Principal Data node of the source
environment to open the Security Principal half map.

8 Note labels assigned when the half maps were created at the source are retained in the
deploy package and appear here in the destination.




Step Action

@. claimsDEY EZI *Security Principal Data For claimsDEY &3

Label | Shork Mame = | Display Mame | Tvpe | Mame
Adminlsr ceadmin CEAdmin Iser cn=_CEAdmin, ou=Shared, o

ceadmingroup CEAdminGroup cri=CEAdminiGroup, ou=>5h:

9 Repeat step 6 for the object store and service nodes to verify the extraction of those half
maps from the FileNet Deployment Manager deploy package.

Task 8b — Create security principals half map

Having distinct half maps allows each environment to be matched in different source-
destination pairs without requiring individual half maps to be rebuilt. For example, remember
the traditional P8 application migration model:

DEV > UAT > PROD

In that model, the UAT environment is both source and destination and would participate in at
least two source-destination pairings:

DEV-UAT
UAT-PROD

Even with two pairings, only one FileNet Deployment Manager environment with its half maps
needs to be created for UAT. Although the security principal half map from the source
environment was brought across in the deploy package, a corresponding half map must be
created for the destination environment.

In the source environment, the deploy dataset was used to filter the LDAP repository and avoid
a time-consuming download when the LDAP population was large. For the destination
environment a deploy dataset is not available. However the information gathered in the
preparation phase with respect to the security principals that will be used in the source and
destination environments can be leveraged.

FileNet Deployment Manager allows for the manual creation of a file that can be used to filter
the LDAP repository. This file is called the Label File. This is a text file containing the short
name for each user or group to retrieve. The file can also, optionally, include the value for the
label to assign in the half map. Enter the values (short names first) for each user and group on a
separate line and use a comma to separate the short name and label. For example in our
scenario we might use a file like this:



CEMPadmin, AdminUSR
P8admins, AdminGRP

For more details, see the “Extract a security principal half map” topic in the FileNet P8 5.2
Information Center.

Step Action

1 If needed, open the FileNet Deployment Manager and desired deployment tree.

2 In the Environments node, navigate to and expand the node representing the destination
environment.

3 Double-click on the destination environment node (claimsUAT in the example) to open it.

4 Use the Retrieve Data button for the type Security Principal to start the wizard to retrieve
the data.

5 On the first Retrieve Data for Security Principal Half Map dialog, choose From Content
Engine's LDAP Provider .

6 On the next Retrieve Data for Security Principal Half Map dialog,

o Use the Retrieve Realms button to cause FileNet Deployment Manager to
populate the available LDAP Realms.

o Choose the appropriate LDAP realm (the example only has one possibility).
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Step Action

o For the Filter, choose Use a Label File .

o In the Filter Settings , browse to the text file previously created to use as the filter
file.

o For the Mode choose Overwrite or Merge .

Click Finish to start the extraction process.

# Retrieve Data for Security Principal Half Map =] E

Retriewve Data for Security Principal Half Map

Select the LDAP settings and Filkers ko use when exktracting Principal Data.

—LDAP Realms

Retriewve Realms I Select all I Deselect All I

— Filter

" mMone

i sl rincipal Half Map
I ' |Use a Label File

Label File For Filter

I ZiUsersh Aadministrator\DeskbopiLDAaPFile . Ext I

Mode

" Merge retrieved data with existing half map

% Cwerwrite existing half map with retrieved data

' '::?:' = Back I ek = I Finish I Cancel I i

7 Verify the process completed successfully.

Click OK to dismiss the Build principal half map dialog.

8 In the navigation pane, double-click on the Security Principal Data node of the source
environment to open the Security Principal half map.

9 Observe how the labels provided in the filtering file appear in the half map. Note also these
are the same labels assigned earlier when constructing source environment security
principal half map.




Step Action

@. clairmsaT IEZI Security Principal Data for claimsUaT &3 :

Label 1 Shott Mame j Display Mame 1 Tvpe _j Mame

i AdminGRP  pSadmins Paadmins Graup ch=Paadmins,ou=5Shared,

{ | AdminUSR.  cempadmin CEMPAdmin Iser cn=_CEMPAdmin, ou=5Share
10 Close the Security Principal half map tab.

Task 8c — Create services half map

To create the services half map for the destination, a short cut is available. Typically the
mapping of services is a simple edit of host and port specifications in a set of URLs. The FileNet
Deployment Manager services mapping mechanism allows for the direct editing of the services
information to simply and easily correct those values to reflect a new environment.

The services half map brought over from the source environment in the FileNet Deployment
Manager deploy package will provide the starting point for listing the services specifications
that might need correction. If the same services are available to both the source and destination
environments, then no edit is needed.

For more information see “Create a destination service half map” in the FileNet P8 5.2
Information Center.

Step Action

1 If needed, open the FileNet Deployment Manager and desired deployment tree.

2 In the Environments node, navigate to and expand the node for the destination
environment.

3 Double-click on the destination environment node (claimsUAT in the example) to open it.

4 Use the Retrieve Data button for the type Service to start the wizard to retrieve the data.

5 On the first Retrieve Data for Service Half Map dialog, choose From an Environment's
Service Half Map .

6 On the next Retrieve Data for Service Half Map dialog, select the source environment

created by the expansion of the FileNet Deployment Manager deploy dataset, claimsDEV in
the example.
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Step

Action

For the mode choose Merge or Overwrite as desired.

Click Finish to create the half map.

Verify the successful completion of the operation and click OK to dismiss the dialog.

In the navigation pane, double-click on the Service Data node of the destination
environment to open the half map for the service data. Note it appears identical to the
source environment service half map

[l dlaimsuat [7l service Data for clamsUAT 33 l =E

Label | Marme = | Walue
FRICL_IBM_Forn_AC . xFdd. model[main].instance(logicData’)f submit_url — http: fiFakeServer: 9999/ DB2pureXMLDeno ) MEWNEWRE W fcens

Edit the entry in the Value column to reflect the correct URL for the destination
environment. Click in the cell of the Value column and directly edit the value.

.ﬁ. *Seryice Data For claimsUAT E3

Label | Mame = | Yalue
FMOL_IEM_Form_aC. xfdd.model[main].instance!logicData"yjsubmit_url  htbp: fiFakeServer | GE55/D,

10

Use File > Save to commit the changes in the half map.

Close the service data half map tab.

11

Observe that the FileNet Deployment Manager deployment tree built for the destination
system now has half maps for both the source (claimsDEV from the deploy package) and
destination (claimsUAT built from information obtained from the destination system)
environments.




Step Action

. C:'DemotDESTdata% Environments' claimsUAT

95: :}r/ | = Computer = Local Disk (C:) = Demo = DESTdata = Environments - claimsUAT -

Organize *  Includein library *  Sharewith »*  Mew Folder

=l 1 Demo ;I Mame “
Auko_Claimss2yvz_package
= | DESTdata Assets
= Ervironments || EnvironmentConfig.<mi
= claimsDEY |£ Halffap_ObjectStare, xml
Assets |£ Halffap_Principal sl
= B caimsuat 2| HalfMap_Service. il
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Task 8d — Create source-destination pair with data mappings

The source-destination pair identifies the source and destination environments to use for a
specific deployment. The data gathered for the pair includes the desired mappings between the
environments for corresponding object stores, services, and security principals. The half maps
for the two environments are used as a starting point. FileNet Deployment Manager then
generates a first pass at the mappings matching entries using the assigned labels and, if no
labels match, logical values such as security principal short name. FileNet Deployment Manager
then provides the user with an opportunity to correct the default mapping and provide the
appropriate values for unmapped entries.

This task demonstrates how to create a source destination pair and how to use the FileNet
Deployment Manager user interface to verify the mappings created by FileNet Deployment
Manager. For more details on how the mappings are represented in the FileNet Deployment
Manager deployment tree, see “Deployment configuration formats” in the FileNet P8 5.2
Information Center.

As you work with the data mapping dialogs, take note of these icons:


http://pic.dhe.ibm.com/infocenter/p8docs/v5r2m0/topic/com.ibm.p8.common.deploy.doc/deploy_mgr_file_formats.htm

Icon Description

| More information is available about the items in the row of the data grid.
! I ' |Hover over the icon to see the additional details.

Mapping generated from FileNet Deployment Manager default matching rules
'=£ based on item attributes.

Mapping is explicit user match using labels or direct assignment on the data
'@' mapping dialog.

Q" No match exists; item will not be mapped during conversion.

For more information about working with FileNet Deployment Manager data maps, see FileNet
P8 5.2 Information Center topic “View or update a data map”.

Step Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 Select File > New > Source-Destination Pair

&} 1BM FileNet Deployment Manager - C:\Demo*,DESTdata
File Edit Deplovment “Window Help

e e— coess

Open kel Eﬁ Source-Deskination Pair. .. Chrl+-Al+-P
Expatk manifest, .. Chel Al

Expark, .. Zhrl43

[t
rer Deployment Tree. ..
Deploy Package =
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Step Action

3 On the Create a new Source-Destination Pair dialog, fill in a descriptive name, description,
and select the FileNet Deployment Manager environments that will participate in the roles
of source and destination.

Click Finish to create the new pairing.

1 S Ll =1 A G

EvNEW Source-Destination Pair !IEI E

Create a new Source-Destination Pair

Creake a new Source-Destination Pair

Marne:

| claimsDEY-claimsUAT

Description:

| Deploy solution application from development project area claims inko UAT for test]

Source-Destination Pair

Source Environmenk: Il:laimsDE'-.-' 'I
Destination Environment: IclaimsLIF'.T 'I

iy .
I\‘? ] Finish I Zancel

4 Expand the new claimsDEV-claimsUAT node in the navigation pane under the Source-
Destination Pairs node

5 Double-click on the Object Store Map node to open it.

To create the mapped data, FileNet Deployment Manager examines the half maps
for the two environments and matches the values using the Object Store names. In
our example this is not the desired mapping since the import of the other FileNet P§
assets will be from the target object store for the development environment project
area (TARGET20S) to the target object store for the target environment in UAT
(claimsOS). To correct this inaccurate (but understandable) default choice by FileNet
Deployment Manager, the mapping for claimsOS must first be undone.

This type of replacement edit is typical where object store names are the same
between P8 domains due to naming standards or where the source and destination
environments are part of the same P8 domain.

6 The example scenario needs to map TARGET20S to the claimsOS object store in the




Step Action

destination environment. However claimsOS is already mapped - to itself. Attempting to
use claimsOS as the destination for a second mapping with TARGET20S will result in an
error.

To first remove the mapping assigned to claimsOS, use the drop-down present in each cell
for Destination Name. Scroll-up to the first entry which is blank indicating a choice of none.
Select the blank entry. This makes claimsOS not mapped.

‘E"El *Chjeck Skore Map For claimsDEY-claims aT &3

I Source MName I Destination Mame I So
LT,_‘ W Slosids S1oslds os
Slosz2ds Slos2ds os,
S1os3ds S510s3ds 05!
FDMdevDios FDMdewDos FC
FDMdevProj20s FDMdewvProj2os FD»
FDMdewToS1 FDMdewTOS1 FC
FDMdewTOSYvonne  FDMdewTOSYvonne FO»
FrdewTOSpat FMdevTOSpak Fr
STAGIMNG STAGIMNG F
TARGET TORGET TA
TARGETZOS TARGETZOS T
TestMewls TestMewds Te
cowd12510s4ds o
claimsos cla

] ] ] ) o ]
SAAGRAAKALARS

FDMdevwDils
FDMdevProj2os
FOMdewTOS51
FDMdewTOSY vy onne
Fride«TOSpak
STAGIMNG -

7 To assign claimsOS as the mapped object store for TARGET20S , use the drop-down
present in each cell under the Destination Name column. To do this, locate TARGET20S
under the Source Name column and use the drop down in the Destination Name column to
select desired destination object store, claimsOS in the example .

Note how the next screen capture below shows a warning symbol on the row for claimsOS
and ### in the Destination Name. This calls attention to the situation of a now unassigned
destination mapping. This situation is noteworthy because if a required entry in the deploy
dataset does not have a corresponding mapping, the conversion of a deploy dataset will fail.

Unmapped entries should be carefully examined to ensure they will not cause errors in
subsequent FileNet Deployment Manager operations. But it is not uncommon to have
unmapped entries.

g Sort by the second mapping status column in the Map pane to arrange all unmapped
entries together to find them easily.




Step Action

B‘El_ claimsDEY -claimsUAT [Bﬁ *object Stare Map Far clair
| I Source MNarne | Dieskination MNare | =1

@ w# Sloslids Sloslds =1
] «=# s1oszds Slos2ds =}
1 =& sSioszds S1os3ds =1
3] =& FOMdevDos FOMdewDOs F
&1 =& ForMdevProjzos FOMdevProizos F
G1 =& FOorMdewTOS1 FDMdewTos1 F
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E1 =& stacinG STAGIMNG F
T ISR T

I G = TARGETZOS claimsos I T
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Mapping status column

8 Use File > Save to save the mapping changes
9 Close the Object Store Map tab
10 Double-click on the Security Principal Map node to open it.

To create the mapped data, FileNet Deployment Manager examines the half maps for the
two environments and matches the values using the labels or shortnames. In this example
labels were purposefully assigned by the user when the half maps were originally created
and FileNet Deployment Manager does not need to make any default assignments.

Examine the mappings to verify the intended pairs of security principals are reflected

@ Hover on information icon to see additional details about the entries.

<=2 Security Principal Map for claimsDEY-claimsaT &3

| | Source Shork Mame | Cestination Shork Mame |
@ @ ceadmingroup pEadmins
@ @ ceadmin cempadrmin
11 If any modifications were made, use File > Save to save the mapping changes

12 Close the Security Principal Map tab

13 Double-click on the Services Map node to open it.

To create the mapped data, FileNet Deployment Manager examines the half maps for the
two environments and matches the values using the names. The values for the destination




Step Action

environment were assigned when the destination half map was created. The service data
map for the source-destination pairing cannot be directly modified. If changes are needed,
the destination half map would be edited and the source-destination service data map
regenerated to reflect the change.

éi@Service Map For claimsDEY-claimsLIAT I3 =0

! 1 | Source Name | Destination Mame | Source Yalue I I Destination 'u'aluel I
i @‘ﬁ FMOL_TBM_Form_AC,xfdd. model[...  FNOL_IBM_Form_AC,xfdd.model[. .. http:IIFakeServ1:9999I... Ihttp:HFakeServerISBSSIIE
|

14 Close the Service Map tab

Task 8e — Convert deploy dataset using mapping data

The convert operation uses the export deploy dataset and the data maps to convert the source
objects with information specific to the destination environment. During the conversion
process, errors can occur when unmapped entries are present in the deploy dataset being
converted. An unmapped entry is benign as long as it is not referenced in the exported data.

@The mapping performed in the previous task does not appear in the converted
deploy dataset until the convert operation is performed. If a mapping is modified, the
convert operation must be run again to apply that modification to the converted deploy

dataset.
Step Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 Expand the Source-Destination Pairs node and double-click on the desired source-

destination pair to open it. On the overview tab for the source-destination pair, verify the
settings of the check boxes under Use when converting assets .

These check boxes allow the FileNet Deployment Manager user to choose, for a
given run of the convert operation, whether or not to apply the data mappings that
were created.

Notice the default settings for the option Use when converting assets .

o For the object store and service data maps, it is not an option as those




Step Action

mappings must be applied.

o The option is not set for storage policy and storage area since in this
example, those data maps do not exist so using or not using the non-existent
data maps is a moot point.

o Although the option to not apply the security principal mappings does
exist, typically those mappings are important. They can only be ignored if
you are sure that all referenced principals have the same names and SIDs in
both environments. This might be the case for some FileNet Deployment
Manager use cases. But since solution application migration is typically
between different environments, the mappings need to be applied in the
conversion process and the selection should stay.

Review the summary information for the number of entries in each map and if any are
unmapped. Generally all security principals and service entries need to be mapped if those
lists were generated from the exported assets (deploy dataset) as they were in this example.
The object stores may not all be mapped as typically only a few are involved in a given
assets migration process.

- rn
QIBM FileNet Deployment Manager - C:Demo'DESTdata
Fle Edit Deployment ‘Window Help
v R g
J s ERER S0 AT LYo
\‘:_‘5 FileMet Deployment Man, .. I =] _E'ﬁ_c_!‘_au_'_n DE\-'-c_h_ail_'nsU.\}'l_'_ B@l |
Ei Environments S ;
! E%ﬁ Source-Destination Pairs Al
EB claimsDEY-claimsUAT Mame: |c|aimsDEV-cIa\msUAT
File Path: | Ct\Dema\DESTdatalPairsiclaimsDEY-claimsUA T PairConfig. =ml
Description:
Seploy solution application From develapment project area daims into UAT For best ﬂ
i
i =
[~ Source-Destination Pair
Source Environment: I claimsDEY
Destination Environment: I(IaimsLIAT
Data Maps
Action Type Status Use when converting assets
Object Stare 14 entries, 2 unmapped, updated Sep 19, 2013 at 9:46:44 AM F
Map Data | Storage Policy no entries, all mapped, updated Sep 19, 2013 at 9:46:44 &M r
Storage Area na entries, all mapped, updated Sep 19, 2013 at 9:46:44 AM r
Map Data Secutity Principal 2 entries, all mapped, updated Sep 19, 2013 at 10:00:44 AM i~
Map Data | Service 1 entry, all mapped, updated Sep 19, 2013 at 1:36:28 PM ~
3 Right-click on the desired source-destination pair to bring up the context menu and choose

Convert Assets .

4 In the Asset Type Selection dialog, choose Content Engine Deploy Dataset .




Step

Action

On the Select Source Deploy Dataset dialog, browse to and select the file system folder
containing the exported data. By default this is under the source environment's Assets
folder in the deployment tree. In our example that environment was created for the
destination system by using information extracted from the deploy package:

C:\Demo\ DESTdata\ Environments\ claimsDEV\ Assets\ ClaimsSolutionFileNetAssets

On the Select Output Folder for Converted Deploy Dataset dialog, browse to and select
the location to place the converted data. The default location is in the Assets folder under
the destination environment in the deployment tree since the conversion is relative to
mappings for a particular destination environment. The converted data will be placed in a
folder named for the deploy dataset and the suffix .converted added.

Click Finish to begin the deploy dataset conversion process.

If prompted about the presence of unmapped elements, confirm they are expected and
choose Yes to continue. If not expected, choose No and return to the edit of the data maps.
(|

[ecomerpe: ———  mER

. Select Output Folder For Converted Deploy Dataset

The converted deploy dataset will be written out to this Folder,

Select Folder For Corvverted Deploy Dakaset:

I C:\Demot\DESTdatalEnvironmentsiclaimsUA T Assets j Browwse |

Converted Deploy Dakaset:

I CiDemot DESTdatalEnvironmentsiclaimsUA T Assets) ClaimsSolutionFileMet Asset s, converted

oy
'\2‘,' < Back, Mexk = | Finish I Cancel

Verify the process completed successfully. Confirm the number of items processed matches
with the number of items originally exported.

Click OK to dismiss the completion dialog.




Task 8f — Generate change analysis report

Change Impact Analysis is an information-only operation that reports on but does not modify
the destination environment. The report includes warnings and errors for potential import
issues. It also includes sizing and other data reflecting the change impact analysis.

Even if a converted dataset was used successfully in the past, the possibility exists for it to no
longer reflect the ever-changing state of the destination environment. Because Change Impact
Analysis connects to the destination environment to analyze the converted deploy dataset, it
will catch problems in the dataset resulting from a modified destination environment.

The report will also point out required assets that are not present in the destination system and
are missing from the deploy dataset the import operation is dependent upon. The missing
assets can:

©  Be part of a new export manifest and generated deploy dataset.

©  Require modification and reprocessing of the current export manifest to include the
missing assets in the same deploy dataset.

©  Dictate the installation or configuration of components required prior to importing the
FileNet P8 assets.

o Show the need to deploy the solution before importing the other FileNet P8 assets.

@ Prior to every import operation, the change impact analysis operation should be run on the
converted deploy dataset and the analyze report carefully reviewed.

For more details about the change impact analysis operation including descriptions of the
sections and information in the generated report, see the “ About change impact analysis” topic
in the FileNet P8 Information Center.

Step Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 Expand the Source-Destination Pairs node and double-click on the desired source-

destination pair to open it.

3 Right-click on the desired source-destination pair to bring up the context menu and choose
Analyze .

4 In the Analyze Change Impact, Select source for Change Impact Analysis dialog, choose
Content Engine Deploy Dataset .
Click Next .

5 On the Analyze Change Impact on Destination Environment dialog, use the Browse button

to locate and select the deploy dataset just converted. The data is in a folder with the
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Step Action

suffix .converted It will be in the Assets folder under the destination environment since the
conversion was relative to mappings for a particular destination environment.

Erl:hange Impact Analysis =] E3

Analyze Change Impact on Destination Environment

Select deploy dataset ko analyze,

Select Deploy Dakaset:

IC:'l,Demu:u'l,DESTdata'l,En\-'iru:unrnents'l,cIaimsLI.C'.T'l,.ﬁ.ssets'l,CIaimsSDIutiDnFiIeNet.ﬁ.ssets.cu:unverted j Browse

6 On the Select Import Analysis Options dialog, the typical choice for the other FileNet P8
assets migrated with a solution application is Always update the object if it exists at the
destination.

This choice agrees with the migration model described in Part 1 of this series. The
IBM Case Manager solution migration model treats the development environment
as the “single source” for the core solution application.. Thus the solution
application in its entirety, including the other FileNet P8 assets developed in the
project area, should come from the source environment. Later when import is run,
this same philosophy is applied.

Click Next .

.|
I %Ehange Impact Analysis

Select Import Analysis Options

Specify the import options For analvsis. Mote that this operation only collects analvtical information, It
does nok ackually create or update objecks in the destination environment,

Import Options to Use During Analysis:
{~ only update an obiect if the instance in the import dataset is newer than the one at the destination
' Always update the object if it exists at the destination

i~ Mever update an objeck if it exists at the destination

7 On the Change Impact Report Options dialog,

o Choose a location for the report to be stored. This report is a good reference if the
business requirements include keeping a log/audit of change operations or if the
information could be useful for later tracking if issues arise. Designation of a well-
known location to archive these reports can assist with both those uses.

o To maximize the available information, and since the deploy datasets used with
application migrations are typically small, choosing the option to Include details




Step Action

for all objects in report is recommended.

o Optionally indicate the report should be presented for immediate examination by
choosing View report after processing .

Click Finish to begin the change analysis process.

& Change Impact Analysis H=]

' Change Impact Beport Options

Select the change impact reporting options.

Select Change Impact Report File:

IC:'I,Demu:u'l,DESTu:Iata'l,Em-'irunments'l,u:IaimsU.ﬁ.T'l,F'.ssets'l,CIaimsSDIutiDnFileNet.ﬁ.ssets.cunverted'l,changj Browse |

Specify the maximurn nurmber of Failures detected before terminating the analysis (enter 0 for no limit): I 100

[ Include details For all objects in report {F this option is not selected, only the summary report will be generated)

v wiew report after processing

8 Verify the process completed successfully. Confirm the number of items processed matches
with the number of items converted.

Click OK to dismiss the completion dialog and open the report (if that option was chosen).




Deploy

Deployment order of operation

Recall from the first Solution Deployment Guide article, before any system modification, it is
prudent to back-up the portions of the system impacted by the changes. For the best possible
backup, activity on the system should be temporarily suspended. This allows a consistent
snapshot of all related data to be captured. And following the backup, access to the system
should be minimized to avoid further changes that would make the system inconsistent with
the backup. For details on backups, see “Backing up vour system” in the IBM Case Manager
Information Center.

Also before beginning the solution application deployment, a clear picture of the assets and
their dependencies should be created. This picture can be included in the solution application
documentation created in the Prepare phase described in Part 1 of this series. The task below
“Import FileNet Content Manager assets” could be needed multiple times both before and after
the solution is deployed.

The tasks in this section augment the information presented about the Deploy phase in Part 1 of
this guide. The tasks are not intended to imply a particular order relative to the deployment of
the solution itself. However it should be clear from Part 1 of this guide, the solution application
deployment is not complete until at least the solution is deployed and an appropriate security
configuration applied.

Assets that might need to be imported before the solution can be deployed include:
o Content Platform Engine metadata (property templates, document classes, or choice
lists) brought into the solution design to be reused.

o Content Platform Engine Workflow System assets defined outside of IBM Case
Manager but incorporated into the solution, such as a workflow system configuration
or component queue.

Examples of assets that could be imported after the solution is deployed might include:

o A stored search that references case properties and is used with a Content List widget.

o Translated display names and descriptive text for IBM Case Manager deployed class
definitions, property templates, or choice lists used to localize a solution. (For more


http://logos.svl.ibm.com:8094/help/topic/com.ibm.casemgmt.design.doc/acmad003.htm

information about this process, see “Migrating the translated user interface elements of_
your case management application” in the IBM Case Manager 5.2 Information Center.)

This is an example of a dependency between other FileNet P8 assets:

© A component queue was configured to utilize a code module stored in the object store
associated with the workflow system. The code module must be imported before the
workflow system configuration with the component queue definition can be imported.
If the code module is not present, the component queue import fails with an error:

B rrocess Configuration Console E

Summary .
Failed to import from "CLabstAuto ClaimsautoClaims Application Lﬁ
FPackageldutoClaims_ComponentQueue_va_20130514 xml"

® Workflow System:ccvl1251FDMprod-claims0S C
Region:1
Exception during import from file, java.lang.Throwable: Failed API_TransferConfig operation. Exception
=[FNRPE2131180013E]Class not found for queue CEOpsExtended, class
name=com.ibm.poc.ci.CEOpsExtended. Code module info:
OS={FFEB16F7-19E9-4ADA-845F-D5689D3IF3IDTY, docld={7/6A2C929-D635-49A8-92A5-BEGB0269DBE 1}.

Javalang.Throwabhle: Failed API_TransferConfig operation. Exception =[FNRPE2131180013E]Class not

found for queue CEOpsExtended, class name=com.ibm.poc.ci.CEOpsExtended. Code module info:
0S={FF8B16F7-19E9-1ADA-845F-D5689D33F3D 7}, docld={76A2C929-D635-19A8-92A5-BEGB0269DBE 1}.

Close

Task 8g — Import FileNet Content Manager assets

FileNet Deployment Manager import options are used to ensure a set of exported assets is
consistent when imported:

*  Import Object ID
Specifies a given object's ID is retained. In the case of a document object, the object ID
represents a specific version of a document. This ensures that for an asset stored as a
document, like a form template or workflow attachment, the association to a specific
document object version is retained. This retention of object ID also important to other
FileNet P8 assets where object references occur. The option must always be selected
when migrating a solution application.

* Always Update vs. Update if newer
Because it is important for a solution application deployment to fully replicate the
design from the source development environment, use of the Always Update option is
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typical. However, if your business needs require that assets modified directly in the
target environment take precedence over older changes from the IBM Case Manager
development environment, you can select the Update if newer option. The
DateLastModified property on the objects in the deploy dataset are compared to the
same objects in the target environment to determine which objects are newer.

*  Use Original Create/Update Timestamps and Users

Selecting this option imports the values of certain Content Platform Engine system
properties which allows verification that the destination system has the version
corresponding to that on the source system. For example, to ensure the create and
modify times on the destination match those on the source system, select this option.
Always select this option if the Update if newer option will be used on future updates of
the imported assets.

&To modify system properties, the FileNet P8 domain user that FileNet
Deployment Manager utilizes to connect to the P8 Domain must have the Modify
certain system properties privilege on the destination object store or the import
operation returns errors.

@ A document object represents a specific version of a document whose content is stored as
content elements. A document object's properties can be modified, but the content elements
cannot. If the import option “Import Object ID” is specified, and an imported document object
already exists in the destination object store with the same ID, the content of the imported
document will be unchanged even if the convert operation altered its contents in the converted
deploy dataset. If this occurs, take one of the following actions:

*  From the destination object store, delete the particular version of the document being
imported. This causes the document version to be created, not modified, by the reimport.
Note that when you import a document object, it is assigned the next appropriate major
and minor version number. The major and minor version numbers from the source system
are not retained. Thus if a version is removed from the middle of a version series, when
reimported, it will become the newest, and therefore the current, version.

* If the particular document version cannot be deleted prior to import, for example the
history of versions in the destination system is important to maintain, manually modify the
content using appropriate tools in the destination system after the import completes.

0

&If you are importing metadata into a clustered or load-balanced set of servers, you need to
restrict the FileNet Deployment Manager's server requests to one server. This is necessary to
ensure the metadata cache in the server utilized by the import operation is synchronized. The
requests can be restricted by performing the import operation when only a single Content



Platform Engine server is available. This is typically during a maintenance window when all
but one of the application server instances hosting the Content Platform Engine server can be
stopped. Solution application deployments should occur during such a maintenance window to
minimize system activity during the Deploy phase.

Step Action
1 If needed, open the FileNet Deployment Manager and desired deployment tree.
2 Expand the Source-Destination Pairs node and double-click on the desired source-

destination pair to open it.

3 Right-click on the desired source-destination pair to bring up the context menu and choose
Import .
4 On the Options dialog make the following selections for the most straight-forward import

that will be in keeping with the solution application migration model advocated by this
deployment guide. For details about these options in the context of an IBM Case Manager
solution, see the IBM Case Manager 5.2 Information Center topic “Importing assets by using
FileNet Deployment Manager”.

Select Storage Policy for Imported Objects typically utilizes the default which allows the
configuration in the target object store to be applied: Use default storage policies ....

Standard Options:

All these options may be selected or deselected except for Import Object ID which must be
selected. Following are suggestions only.

*  Import Security Permissions: Optionally deselect
Causes default security configured in the target object store to be inherited by the
imported objects.

*  Import Owner: Optionally deselect
Results in the user account utilized by FileNet Deployment Manager to connect to
the Content Platform Engine to become the owner of newly created objects.

*  Import Object ID: Select

*  Use original create/update timestamps and users: Optionally select
If you select this option you must ensure the user account FileNet Deployment
Manager used to connect to the FileNet P8 domain also has the Modify certain
system properties privilege on the target object store

*  Import Retention: Optionally deselect
Assets used in application definitions are not typically managed using content
retention policies.

*  Transfer workflows after import : Optionally select
If an external workflow definition was included in the deploy dataset, this option
might be selected.

Update Options
*  Always Update: Select
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Step

Action

Create Options
. Create if new : Select

Click Finish skipping the advanced option to utilize a pre-import script starting the import
process.

ﬁlmpurt Dptions |_ (O] x
Options
| Import Options

Select Deploy Dataset:
! I C:\DemolDESTdat s Environmentst claimsUAT) AssetsiClaimsSalutionFileMet Assets. converted j Browse |

Select Storage Policy For Imported Objects:

IUse default storage policies or areas from dlass definitions at the destination j
Storage Policies on Primary Target Object Store:
! 2

[~ Standard Options

r Import Security Permissions

r Import Owner

¥ Import Object 1D

™ Use original create/update timestamps and users
™ Import Retention

™ Transfer workflows after import

[ Update Cptions Create Options
" Update if newer & Create if new

i Always Lipdate " Mever Create

™ Mever Update

@) < Fack net> |[ Ansh | coneel

5 Verify the process completed successfully. Confirm the number of items processed matches
with the number of items converted.
Click OK to dismiss the completion dialog.

6 If all deploy packages associated with this solution application deployment that will be
imported at this time have been processed, exit FileNet Deployment Manager.

7 Use ACCE to open the target object store to confirm the assets were imported as expected.

The solution's deployment instructions should include a description of the assets along with
their expected location in the destination system. In this example the FileNet P8 assets
include:

The folder CodeModules_ WF with its contained code module.

The folder forms with is contained form template.




Task 8h — Import FileNet workflow system assets

Import the required Content Platform Engine Workflow System assets into the target
environment where the solution application will be deployed. Required Workflow System
assets are assets that are created with the Process Configuration Console or Process Designer,
not assets that are created in Case Manager Builder.

In the example solution, a component queue is used to make a call into the Content Platform
Engine using a custom application providing functionality beyond that provided by the
CE_Operations queue. That component queue definition was exported in the above task “Task -
Export FileNet Workflow System configuration”.

Step Action
1 Log into the IBM Administration Console for Content Platform Engine (ACCE) using the
URL

http:/ /<CPEserver_host:CPEserver_port>/acce

2 Open the object store used as the target object store for the IBM Case Manager target
environment the solution application will be deployed to.

3 The Process Configuration Console can be found for a given object store on the
Administrative node, Workflow System > Actions > Configure Workflow Settings

4 After the Process Configuration Console java applet is launched, from the Workflow
Systems listed, select the connection point for the IBM Case Manager target environment
where the solution application will be deployed.

With the Action menu, use the Connect operation and connect to the desired workflow
system.




Step Action

Administration Console for Content Platform Engine ® CEAdm

¥) configuration claimsCP - Mozilla Firefox: 1BM Edition
@ cev01251dom @5 climsos

€cv01251:9080] accefvisoaprouter?apps=configurationcp=rlsimsCP

EHile Settings Help
Ohject Store: claims0S

Action view | 7 G | X a8 &g ?
N @ aims08 DWUrkﬂuw Systems -
v [ Administrative ¢ T8k 1251¢beon2-s 203 D ]
' Audit Disposition cev01251ept 1] Work Queu... Component Queues User Queues Rosters Fvent Logs Application Spaces
» Index Areas cev01281ep2 [2]
Index Jobs Manager ¢ T2 covl1 251 FOMdev-dho 1
FDMdesPROjZCP [1] r
Indesing Queue § 164 covd1 291 FDMdew-FDMeT
Fublishing Queue FDMdevCP1Opat [10]
Replication Queue ks Ln% ccw01251 FDMdew-FDMdewT!
» Security Policies i FOhdevCRdef (1] |
y Storage Areas s Ln% cevl 1251 FDMdew-FDMdesT
FDMdewCPyvonne [1]
+ [0 Storags Policies 18§ covD1 291 FDMprod- TARGET|
> @Workﬂow Bystermn TARGETCP[1]
v [ Browse 15§ covd1 251 FDMprod-claimso)
4 Data Design 7
Wiork Queles
3 Ewents, Actions, Pracesses o 7 Component Sueues
4 Recovery Bins o EE, User Gueues |
o Rostars
, Search L Eg Event Loge 1] 0 [Tv

3 Sweep Managerment

o [‘E Application Spaces Category | Marne | Warkflow Systerm \ Isolated Region |
o Tah rrufl1 261 FMReac. TARGET 1 I I |

5 With the Action menu, use the Import from XML file operation to launch the import
wizard.
6 On the Import Configuration dialog,

Browse to the XML file previously created when the configuration queue definition was
exported from the source environment (project area).

Choose Import Type of Merge

For a solution redeployment, or if multiple solutions share the same target
environment, the merge option preserves any existing properties in the
destination target environment and adds new properties from the development
environment project area.

Click Import to start the import process.




Step Action

EPrucess Configuration Console E
Import Configuration _
Select Overwtite option to replace existing configuration. Select Merge aption to add configuration Lf?
properties.,

Isolated Region: 1
Import File: aims Application Package\tutoClaims_ComponentQueus_w5_20130514 xml Browse
Import Type
® Merge
Overwrite
Import Cancel Help
7 Click Yes to dismiss the dialog warning that these changes are immediately deployed to

the run-time system.

8 Wait for successful completion.

Use the Details button to see a summary of the modifications made to the workflow
system.

Use the Close button to dismiss the dialog when complete.

9 Use File > Exit to close the Process Configuration Console .

Deploy solution

As described in part 1 of this guide, the additional tasks to deploy the solution would be
completed at this time before moving onto system configuration. Also, if needed, the tasks
described in this article to import additional FileNet Content Manager assets might be used
again after the solution is deployed if those assets depend on the solution deployment.

For detailed steps on how to deploy a solution, please see the developerWorks article “IBM
Case Manager 5.2 Solution Deployment Guide Part 1: Basic Solution Deployment and

Migration”.



https://www.ibm.com/developerworks/community/groups/service/html/communityview?communityUuid=e8206aad-10e2-4c49-b00c-fee572815374#fullpageWidgetId=Wf2c4e43b120c_4ac7_80ae_2695b8e6d46d&file=3cdde542-efe9-49c8-bdc0-32de7683cad5
https://www.ibm.com/developerworks/community/groups/service/html/communityview?communityUuid=e8206aad-10e2-4c49-b00c-fee572815374#fullpageWidgetId=Wf2c4e43b120c_4ac7_80ae_2695b8e6d46d&file=3cdde542-efe9-49c8-bdc0-32de7683cad5
https://www.ibm.com/developerworks/community/groups/service/html/communityview?communityUuid=e8206aad-10e2-4c49-b00c-fee572815374#fullpageWidgetId=Wf2c4e43b120c_4ac7_80ae_2695b8e6d46d&file=3cdde542-efe9-49c8-bdc0-32de7683cad5

Configure

General system configuration

After a solution is migrated and deployed, depending on the features of the solution, additional
system configuration steps might be required. When a solution is deployed to a system for the
tirst time, steps beyond the migrate and deploy may be required to configure it into the new
environment. When a solution is redeployed, system configuration information may be
overwritten during the redeployment process and may need re-specification. However most
configuration steps should not need repeating

For objects managed in the FileNet Content Platform Engine, a majority of the configuration is
migrated when the object is deployed using FileNet Deployment Manager. However some
elements that might need additional configuration after deployment include:

+ Component queue JAAS credentials (export/import tools typically do not manage
passwords)

* Component Manager configuration and start (legacy component queues)

* JMS JNDI specifications for a JMS queue

* Supporting libraries not included in code modules migrated with the solution
application but referenced by action handlers or component queues used with the
solution

In the example, the component queue configuration must be modified to have the proper JAAS
credentials.

Task 9 — Configure Component Queue

For a component queue, the Adapter and Operations tabs contain information brought to the
destination system with the export/import of the queue definition using the Process



Configuration Console. Some properties may need modification to reflect the destination
system. For example, typically the JAAS credentials must be updated to reflect the correct user
account for processing the component queue on the target environment.

For more information about the Java adaptor and its properties, see “Creating a component
queue” in the FileNet P8 Information Center.

Step Action
1 Log into the IBM Administration Console for Content Platform Engine (ACCE) using the
URL
http:/ /<CPEserver_host:CPEserver_port>/acce
2 Open the object store used as the target object store for the target environment the
solution application will be migrated to.
3 The Process Configuration Console can be found for a given object store on the
Administrative node, Workflow System > Actions > Configure Workflow Settings
4 After the Process Configuration Console java applet is launched, from the Workflow
Systems listed, select the connection point for the project area where the solution
application resides.
With the Action menu, use the Connect operation and connect to the desired workflow
system.
Administration Console for Content Platform Engine 2 CEAdmin -  ¥f -
¥ configuration claimsCP - Mozilla Firefox: 18M Edition
@ cev012510om ik claimsos ccvD1251:9080 accefvwsoaprouter? apps=configurationcp=claimsCP
File Settings Help
Ohbject Store: claims0S
action view | 7 G | X a8/ S| ?
M mclalmaos DW kflow Systems
" " or] [~
~ &7 Administrative T 1251dbeon2-s 3083 =
' Audit Disposition covd1251ept [1] ‘Work Queu... Component Queues User Queues Rosters EventLogs Application Spaces
» Index Areas cev01251ep2 [2]
Index Jobs Manager ¢ 155 cowd 1251 FDMdev-dbo 1
FDOMdewPROjZCR [1] T
Indexing Queue o 18 covD1 261 FOMdev-FDMdesT
Fublishing Gueue FDMdewCP10pat [10]
Replication Gusue ¢ T2 cov0 1251 FDMdey-FDhdeyT
» Security Policies i FDMdevCPdef [1] 1
¢ Ln?é cewD 1261 FDMdey-FDMdeyT!
> L Storage Areas FOMdevGPYvonne [1]
» [ ] Storage Policies ¢ 18 covl1 251 FOMprod- TARGET|
» lgéWUrkﬂuw Systemn TARGETCP [1]
N Browse ¢ 2§ cowl1251 FDMprod-claimsO,
» Data Design ¢ ues
4 Events, Aclions, Processes o 73 Component Gueues
4 Recovery Bins - % User Queues L
o Roste =
A Eeareh o= Ea E:;mer\_sugs 4] ] [Tv]
' Bweep Management o ﬁa Application Spaces Category | MName | Workflow Systerm \ |solated Region |
o Tah et 781 ERMAend TARAET 1 I I |
5 Expand the Component Queues node and double-click on the CEOpsExtended

component queue to access its properties.
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Step Action

ponent Properties [ x]

neral System Fields | Data Fields Indexes | Security = Adapter | Operations
Adapter
Adapter: |Ja\m Component |v ‘ ‘ Configure... ‘
Adapter Properties
e
Batch Size: o Polling Rate {ms). 1000
Exception Submap: |Malfunction | Processing Timeaut (ms): 30000
Auto Recovery Timeout: [0 ‘Minule(s) [+ ‘
Humber of Di Tasks: |1 | Enable Queue Processing In Server
JAAS Credentials it
User Name: [cEMPRdmin Password: |sssssss |
[ ion Context: | |
OK | Cancel Help
benamm I8 Component Properties [x]
General | SystemFields | DataFields | Indexes | Security | Adapter | Operations |
Operations a9 ¥ Parameters | : |
Mame Type ACCESS Description
it
208 att \Attachrment |Read

getClassName

|String wirite |

clagsMame

If modifications are made on the Component Properties dialog, use the OK button to
save them temporarily.

Use the Commit operation on the main Process Configuration Console dialog to apply
these changes to the isolated region for the target environment.

&%) configuration claimsCP - Mozilla Firefox: IBM Edition

| U covD1 2519080  acce ansnaprouker fapps=configurationfcp=claimsCP

File Settings Help

Action View | ? % ﬁ

IE:\E Wiarkflow Systerms
Il ¢ 5 1251dbcon2-s20s3

285 @B ?

On the Commit changes in Workflow System dialog, review the information about the
changes that will be applied.

Click Continue to start the commit changes process.
Wait for successful completion.

Use the Close button to dismiss the dialog when complete.

Use File > Exit to close the Process Configuration Console .
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Appendices

Case Manager Tools to FileNet Deployment Manager Terms

FileNet Deployment Manager Term

IBM Case Manager Term

Source environment

Project area (DEV), Target Environment (UAT/PROD)

Destination environment

Target environment

Source-Destination pair

Project area >> test/ production target environment.

Export Migrate (export tasks)
Deploy (import) Deploy
Application Solution application

Security principals

Users and groups

Service data

Any environment specific data embedded in an asset that can
be mapped and converted to a target environment value
during deploy/import

ID or GUID (unique identifier for a Content
Platform Engine object)

Object identifier, ObjectID, or GUID

Document Conventions

The following documentation conventions are used to assist in performing a task:

Convention Explanation

Bold Words that appear in boldface represent menu options, buttons, icons, or any object you
click to cause the software to perform a task. This typeface also represents anything that
you must type or enter.

italics In addition to book or topic titles, italics are used to emphasize certain words, especially
new terms when they are first introduced.
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Note Signifies information that emphasizes or supplements important points of the main text.

@ Important Signifies information essential to the completion of a task. You can disregard information
in a note and still complete a task, but you should not disregard an important note.

& Caution This alerts you to follow a recommended procedure carefully. Failure to do so may result
in installation or configuration problems or other preventable conditions.

{! Tip This helps you understand the benefits and capabilities of a feature or function. It may
’ also provide an overview of an alternate method. A tip is not essential to the basic
understanding of the text.

D This symbol indicates the end of a note, caution, or tip.
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