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Giris
IBM'de gizliliginize deger veriyor ve kisisel bilgilerinizi sorumlu bir sekilde korumayi ve islemeyi taahhiit ediyoruz.

Bu gizlilik bildiriminde IBM'in; misterilerimiz, ¢6ziim ortaklarimiz, tedarikgilerimiz ve IBM ile is iliskisi olan veya IBM'in is iliskisi kurmayi
dislindtgu diger kuruluslar blinyesindeki tiiketiciler ve diger kisiler hakkindaki kisisel bilgileri nasil topladigl, kullandigi ve paylastig
aciklanmaktadir. Bir bagli kurulusun IBM'in bildirimine atifta bulunmaksizin kendi bildirimini sundugu durumlar disinda, IBM Corporation ve
IBM bagli kuruluslariicin gecerlidir.

Bir misteriye isletmeler arasi saglayici olarak urtin, hizmet veya uygulama sagladigimiz hallerde, bu iriin, hizmet veya uygulamalari
kullanirken kisisel bilgilerin toplanmasindan ve kullanilmasindan misteri sorumludur. Bu verilerin toplanmasi ve kullanilmasi, aksi
belirtilmedikge musterinin gizlilik politikasi kapsamindadir. Misterilerle yaptigimiz s6zlesme, sézlesme yonetimiyle ilgili nedenlerle
tUrlinlerimizin veya hizmetlerimizin yetkili kullanicilari hakkinda bilgi talep etmemize ve elde etmemize olanak taniyabilir. Bu durumda, bu
gizlilik bildirimi veya ek bir kisisel gizlilik bildirimi gegerlidir.

Ek bir gizlilik bildirimi kullanarak, ek veri gizliligi bilgileri saglayabiliriz.

Elde Ettigimiz ve Kullandigimiz Kisisel Bilgiler

Bu boliimde, elde ettigimiz cesitli bilgi tiirleri ve bunlari nasil kullandigimiz agiklanmaktadir.

Hesabiniz, IBM web siteleri,
IBM Uygulamalari, Bulut ve Cevrimici Hizmetleri, Pazarlama, Sézlesme iliskileri, Destek Hizmetleri, Sizi ve IBM'i Korumak, IBM Lokasyonlari, ise
Alma ve Eski Calisanlar, Ticari Faaliyetlerimizin Yiritilmesi, Cerezler ve Benzer Teknolojiler ve Cocuklar hakkinda bilgi icerir.

Elde ettigimiz ve kullandigimiz bilgiler, profil bilgilerini, web sayfalarindaki etkilesimleri, pazarlama tercihlerini, kotii amagli faaliyetleri
arastirmak igin bilgileri, destek amaciyla bizimle konusmalarinizin kayitlarini veya dékimlerini, ticari faaliyetlerimizi gelistirmeye yonelik
bilgileri ve daha fazlasini igerebilir.

Hesabiniz

IBM kimligi (IBMid) olusturarak, IBM'de bir hesap olusturabilirsiniz. IBMid, adinizi, e-posta adresinizi, posta adresinizi ve
saglayabileceginiz ilgili bilgileri IBM'e saglar. IBM Uygulamalari, Bulut ve Cevrimici Hizmetleri kullanimi gibi belirli hizmetler icin IBM
kimligi talep edebiliriz.

Ayrica, bize sagladiginiz veya kurulusunuzdan, Céziim Ortaklarimizdan veya tedarikgilerimizden topladigimiz is iletisim bilgilerinden elde
ettigimiz bilgilerinizi de saklayabiliriz.

Daha fazla bilgi edinin ~

IBM kimligi, web sitelerimize eristiginizde, bir talepte bulundugunuzda veya siparis verdiginizde ya da bir Grtint veya hizmeti kullandiginizda
sizi benzersiz bir sekilde tanimlar. Web sitelerimizde IBM kimligiyle oturum acgarsaniz, elde ettigimiz bilgileri hesabiniza baglayabiliriz. IBM
kimligi, ayrica IBM Uygulamalari, Bulut ve Cevrimici Hizmetleri erisim saglamak icin de kullanilir ve sézlesme ve faturalandirma gegmisinizi
yonetmenize olanak tanir. IBM kimliginizdeki e-posta adresi, abone oldugunuz herhangi bir hizmetle ilgili olarak sizinle iletisim kurmak igin
kullanilabilir.

Is iletisim bilgileri, genellikle isim ve isle ilgili iletisim ayrintilar gibi, bir kartvizitte bulacaginiz bilgilerdir. Bu bilgileri sizinle is konularinda
baglanti veya iletisim kurmak igin kullaniyoruz. IBM C6zim Ortagl veya tedarikgisi gibi bir Giglinct kisiden is iletisim bilgileri almamiz
durumunda, bilgilerin uygun bir sekilde paylasildigini teyit ediyoruz.

Ayrica is iletisim bilgilerinizi, mesleki egitiminiz, becerileriniz ve is deneyiminiz hakkindaki bilgiler gibi isle ilgili diger bilgilerle veya isle ilgili
bloglar, yayinlar, is gorevleri ve sertifikalar gibi genel kullanima sunulan diger bilgilerle de birlestirebiliriz. Bu bilgiler, 6rnegin satis stirecinde
oldugu gibi, IBM'in isinin herhangi bir bolimuinde sizinle olan etkilesimlerimizi uyarlamak, sizinle olan iliskiyi stirdiirmek ve sdzlesme sonrasi
iliskiler icin de kullanilabilir.
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Hesabinizi, calistiginiz, sézlesme yaptiginiz veya gondiilli oldugunuz bir kurulusa ait etki alanini igeren bir e-posta adresi kullanilarak
olusturduysaniz, kurulusunuz asagida belirtilenleri yapabilir:

— Hesabinizin durumu hakkinda sorgulama yapabilir,
— Hesap ayarlarinizi (kisisel bilgileriniz de dahil) talep edebilir ve
— Kendi tercihine gore bunu bir kurumsal kimlige déntstirebilir.

Hesabiniz kurumsal kimlik olarak olusturulduysa veya kurumsal kimlige donistirildiyse, hesap bilgilerinizi kurulusunuz yonetir. Kurulusunuz
ayni zamanda kimliginiz icin kimlik dogrulama aracisidir, yani erisiminizi kurulusunuzun oturum agma hizmeti kontrol eder.

IBMid bir Kurumsal Federasyon Ortagi (Kimlik Saglayici) araciligiyla olusturulduysa, temel kisisel bilgiler Kimlik Ortagi'ndan alinarak IBMile
paylasilir.

IBM Web Siteleri

IBM web siteleri, IBM, Urtinlerimiz ve hizmetlerimiz hakkinda sizinle iletisim kurmanin yollarini sunar. Web sitelerinde elde ettigimiz
bilgiler, web sitesine erisim saglamak, web sitesini isletmek, deneyiminizi iyilestirmek ve bilgilerin size saglanma seklini kisiye 6zel hale
getirmek icin kullanilir. Web sitelerimizi, bir hesapla oturum agmadan ziyaret ederseniz, yine de web sitesi ziyaretinizle baglantili bilgileri
elde edebiliriz.

Web sitesi bilgilerini elde etmek ve tercihlerinizi ayarlamak icin kullandigimiz teknolojiler hakkinda daha fazla bilgi icin Cerezler ve Benzer
Teknolojiler bolimiine bakin.

Daha fazla bilgi edinin ~

Web sitelerimizi kullaniminiz hakkinda asagida belirtilenler gibi bilgi elde ediyoruz:

— Gorintilediginiz web sayfalari,

— Sayfalarda gecirdiginiz siire,

— Sizi sayfalarimiza yonlendiren web sitesi URL'si,
— IP adresinizden elde edilen cografi bilgileriniz,
— ve sectiginiz herhangi bir metin baglantisi.

Bu bilgileri, web sitelerimizle olan deneyiminizi iyilestirmek ve kisiye 6zel hale getirmek, size ilginizi cekebilecek icerikleri saglamak,
pazarlama i¢gorileri olusturmak ve web sitelerimizi, gevrimici hizmetlerimizi ve ilgili teknolojilerimizi gelistirmek icin kullaniyoruz.

Ayrica, tarayicinizin veya cihazinizin otomatik olarak gonderdigi, asagida belirtilenler gibi bilgileri de elde ediyoruz:

— Tarayicinizin tirl ve IP adresiniz,

- Isletim sistemi, cihaz tipi ve siiriim bilgileri,
— Dilayarlari,

— Cokme loglari,

— IBM kimlik bilgileri (oturum acildiysa)

— Parolalar.

Bu bilgileri, web sayfalarimiza erismenizi saglamak, cihazinizdaki ve tarayicinizdaki web sayfasi goriinimiinu iyilestirmek, ayarlariniza ve
dilinize uyarlama yapmak ve icerigi, tilkeniz igin ilgi diizeyine veya yasal diizenleme gerekliliklerine gére uyarlamak icin kullaniyoruz. Bu
bilgileri, ayrica sistem ve ag glivenligi gereksinimlerine uymak ve destek saglamak igin de kullaniyoruz. Daha fazla bilgi icin Destek Hizmetleri
ve Sizlerin ve IBM'in Korunmasi béliimine bakin.

Ayrica kayitli liyeler arasinda gevrimici paylasim, destek ve is birligini saglayan platformlar ve forumlar da sagliyoruz. Bu platformlara
gonderdiginiz herhangi bir bilgi, platform gizlilik bildirimi veya kosullarinda ele alindig1 sekilde, internet {izerinden baskalarina sunulabilir veya

IBM tarafindan kaldirilabilir. IBM, IBM (rtinlerini veya hizmetlerini kullanarak sagladiginiz higbir icerikten sorumlu degildir.

En 6nemli konulara ve genel pazar bilgilerine iliskin icgoriler elde etmek icin web sitelerimizde raporlar hazirliyoruz. Bu raporlar,
kullanicilarin, web sitelerimizde sunulan Gglinc kisi Grtinleri veya hizmetleri ile nasil etkilesim kurduklarina veya bunlara nasil ilgi
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gosterdiklerine iliskin ayrintilarla birlikte Gglinci kisilere saglanabilir.

IBM, lclinci kisi web siteleri veya uygulamalarinda saglanan icerik veya bu sitelere veya uygulamalara iliskin gizlilik uygulamalari konusunda
higbir sorumluluk kabul etmemektedir.

=

IBM Uygulamalari, Bulut ve Cevrimici Hizmetleri

Bulut ve gevrimici hizmetlerimiz, "hizmet olarak sunulan" uygulamalari ve masaisti uygulamalarini, mobil uygulamalari ve IBM Egitim
hizmetlerini icerir. Hizmetlerimizi iyilestirmek ve gelistirmek, teknik ve pazarla ilgili iggoriileri olusturmak icin gérintilediginiz sayfalar
veya o sayfadaki etkilesimleriniz gibi bu hizmetlerin kullanimi hakkinda bilgi elde ediyoruz. Bulut ve ¢evrimigi hizmetlerimizin kullanimi
icin IBM kimligi talep edebiliriz (bkz.Hesabiniz béliimiine bakin).

Daha Fazla Bilgi Edinin ~

Bulut ve cevrimici hizmetlerimizde elde ettigimiz bilgiler arasinda asagidakiler yer alabilir:

— Gorintulediginiz sayfalar,

— Hizmet icindeki ayarlariniz,

— Tarayicinizin tirl ve IP adresiniz,

- Isletim sistemi, cihaz tipi ve siiriim bilgileri,
— (Cokme loglart,

— IBM kimlik bilgileri (oturum acildiysa)

— Parolalar.

Bu bilgiler erisiminizi saglamak, hizmeti isletmek, hizmet deneyiminizi kisiye 6zel hale getirmek ve iyilestirmek, diger hizmetleri ve
teknolojileri gelistirmek ve teknik ve pazarla ilgili iggoruler olusturmak ve destek saglamak igin toplanir. Bu bilgileri elde etmek ve
tercihlerinizi ayarlamak icin kullandigimiz teknolojiler hakkinda daha fazla bilgi igin Cerezler ve Benzer Teknolojiler bolimiine bakin.

IBM, bir genel bulut saglayicisi olarak, bir sézlesme kapsaminda islenen kisisel bilgileri agik riza almaksizin pazarlama ve reklam amaglariyla
kullanmaz.

Mobil uygulamaya iliskin gizlilik bildirimleri, bir cihazin benzersiz Kullanici Kimligi veya cografi konum bilgileri gibi uygulama tarafindan elde
edilen bilgiler hakkinda ayrintilar saglayabilir. Benzersiz Kullanici Kimlikleri, sunuculara baglanmak ve cihaz kullanimini uygulamalara
baglamak icin kullanilir. Uygulamanin islevlerine bagli olarak, gizlilik ayarlarinizi, ayarlar mentsiini kullanarak veya kullanici profilinizden
Ozellestirebilirsiniz.

IBM Egitim, egitim hizmetleri sunar ve gerektiginde size kimlik bilgileri, sertifikalar veya daha ayrintili bilgilersaglayabilmek i¢in tamamlamis
oldugunuz kurslar hakkindabilgi elde eder.

IBM, Uclinci kisi web siteleri veya uygulamalarinda saglanan icerik veya bu sitelere veya uygulamalara iligkin gizlilik uygulamalari konusunda
hicbir sorumluluk kabul etmemektedir.

Pazarlama

Topladigimiz bilgileri, tercihlerinize bagli olarak, sizinle ilgili Grlinler, hizmetler ve olanaklar hakkinda iletisim kurmak icin kullaniyoruz.
Ayrica, bu bilgileri, icerigimiz ve reklamlarimiz ile ilgili deneyiminizi kisiye 6zel hale getirmek ve dahili pazarlama ve is zekasi gelistirmek
icin de kullaniyoruz. E-posta, telefon ya da posta yoluyla pazarlama iletisimlerine iliskin tercihlerinizi belirlemek ya da glincellemek icin
IBM Privacy Preference Center'i (IBM Gizlilik Tercihleri Merkezi) ziyaret edin. Ayrica, bir aboneligi sonlandirma talebi génderebilir veya
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her pazarlama e-postasinin altindaki Abonelikten Cik (Unsubscribe) 68esini secebilirsiniz. Web sitelerimizde hakkinizda elde ettigimiz
bilgilere iliskin tercihlerinizi gozden gecirmek veya ayarlamak igin web sitesi alt bilgisindeki Cerez Tercihleri (Cookie Preferences)
Ogesini segin.

Daha Fazla Bilgi Edinin ~

Topladigimiz bilgileri pazarlama amaciyla kullaniyoruz. Bunlar, asagidaki bilgileri icerebilir:

— Etkinliklere katilim veya cevrimigi kayit formlarinin sunulmasi gibi IBM ile etkilesimleriniz araciligiyla dogrudan sizden toplanan,

- Uclincii kisinin bilgileri yasal olarak edindigini ve bilgileri pazarlama iletisimlerimizde kullanmak {izere IBM'e saglama hakkina sahip
oldugunu dogrulayan kontrollere tabi olarak, ticlinci kisi veri saglayicilarindan alinan,

— Web sitelerimizde toplanan veya lglincii kisi sitelerindeki icerik dahil olmak tizere IBM e-postalari ve igerigiyle etkilesimlerinizden
toplanan Bu bilgileri toplamak icin kullandigimiz teknolojiler hakkinda daha fazla bilgi igin Cerezler ve Benzer Teknolojiler bolimiine bakin.

Tercihlerinize bagli olarak, bu bilgileri size IBM iriinleri, hizmetleri ve olanaklariyla ilgili pazarlama yapmak icin kullanabiliriz. Ornegin,
asagida belirtilenleri gerceklestirebiliriz:

— Sizinle e-posta, telefon veya posta yoluyla iletisim kurabiliriz.

— Web sitelerimizde daha ilgili icerik paylasmak veya kayit formlarini 6nceden doldurmak gibi, IBM urlnleri ve hizmetleri ile ilgili
deneyiminizi kisiye 6zel hale getirebiliriz.

— IBM web siteleri, igerigimiz, e-postalarimiz veya belirli cografyalarda "hashed" e-posta adresiniz ile baglantili etkinliklerle etkilesimleriniz
hakkinda bizim veya yetkili G¢tinci kisilerin topladigi bilgilere dayali olarak tgtinci kisi web sitelerinde hedefli IBM reklamlari sunabiliriz.

E-posta adresinizi, telefonunuzu ya da posta adresinizi kullanarak pazarlama etkinliklerine iliskin tercihlerinizi ayarlamak ya da glincellemek
icin IBM Privacy Preference Center'i (IBM Gizlilik Tercihleri Merkezi) ziyaret edin. Ayrica, bir aboneligi sonlandirma talebi génderebilir veya her
pazarlama e-postasindaki Abonelikten Cik (Unsubscribe) 6gesini secebilirsiniz.

"Hashed" e-postanizin kisisellestirme veya hedefli reklamcilik amaciyla kullanilmasini devre disi birakmak igin, bu seceneklerden herhangi
birini kullanarak e-posta onayinizi geri gekebilirsiniz.

Web sitelerimizde hakkinizda elde ettigimiz bilgilere iliskin tercihlerinizi gézden gecirmek veya ayarlamak icin web sitesi alt bilgisindeki Cerez
Tercihleri (Cookie Preferences) 6gesini secin.

Bu bilgileri, is operasyonlarimiz icin gerekli olan pazarlama ve is zekasini gelistirmek igin kullaniyoruz. Ornegin, asagida belirtilenleri
gerceklestirebiliriz:

- Illgi alanlarinizi ve potansiyel is gereksinimlerinizi daha iyi anlamak icin elde edilen bilgileri birlestirebiliriz,

— Pazarlama kampanyalarimizin ve etkinliklerimizin ne kadar etkili oldugunu 6l¢mek ve bilgiye dayali is kararlarina ve yatirimlarina devam
etmek icin bir araya getirilmis verileri kullanabiliriz,

— Pazarlama hedef kitlelerini gelistirmek ve modellemek amaciyla IBM web sitesi ziyaretgileri hakkinda elde edilen bilgileri bir araya
getirebiliriz.

AR
I5C

Sozlesmeye Dayali liskiler

Bizden bir deneme siiriimii veya (riin ya da hizmet siparisi vermenizle birlikte sizinle sézlesmeye dayali bir iliski kurulur.Uriin ve
hizmetlerimizi esas olarak isletmelere sunmamiza karsin, kisiler de dogrudan misteri olarak bizimle sézlesme yapabilirler. S6zlesmeye
dayali anlasmayi hazirlamak, imzalamak ve gereklerini yerine getirmek icin makul diizeyde gerekli olan her tiir bilgiyi elde edebiliriz.

Daha Fazla Bilgi Edinin ~

Sozlesmeye dayali bir iliskide elde edilen bilgiler, talepte bulunan kisinin is iletisim bilgilerini, IBM kimligini ve siparis ayrintilarini igerebilir.
Ayrica, sevkiyat ve ddeme, hizmetlerin uygulanmasi veya Uriin ya da hizmete erisim izni verilmesi icin gereken bilgiler de elde edilebilir.
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Bu bilgiler, Grlinlerin veya hizmetlerin niteligine bagli olarak, s6zlesmeye dayali ydnetim ve uyumluluk, destek saglanmasi, triin ve
hizmetlerimizin iyilestirilmesi veya gelistirilmesi, miisteri memnuniyeti anketleri igin sizinle iletisim kurulmasi ve teknik ve pazarla ilgili
icgoruler olusturulmasi gibi gesitli amaglarla elde edilebilir. Daha fazla bilgi i¢in IBM Uygulamalari, Bulut ve Cevrimici Hizmetleribolimiine
bakin.

Bir sozlesme iliskisinde toplanan bilgiler, islenmeden 6nce riza alinmadan pazarlama ve reklam amaglariyla kullanilmaz.

Destek Hizmetleri

Destek talep etmek icin bizimle iletisim kurdugunuzda, iletisim bilgilerinizi, sorun agiklamasi ve olasi ¢ozlimler gibi bilgileri elde ediyoruz.
Destek sorgusunu ele almak i¢in saglanan bilgileri, sizinle olan iliskimizi gelistirmek, personel egitimi ve kalite glivencesi igin idari
amaglar dogrultusunda kaydediyoruz.

Daha Fazla Bilgi Edinin ~

LiveChat (Canli Sohbet) dahil olmak lizere destek talep etmek icin bizimle iletisim kurdugunuzda, iletisim bilgilerinizi, sorun agiklamasi ve
olasi ¢ozlimler gibi bilgileri elde ediyoruz. Buna bizimle yaptiginiz konusmalarin bir kaydi veya dékiimi dahil olabilir. Bu bilgileri, destek
talebinizle ilgili Griinler veya hizmetler hakkinda sizi bilgilendirmek icin kullanabiliriz. Bu, trlin glincellemelerini veya diizeltmeleri icerebilir.
Ayrica, konuyla ilgili mevcut herhangi bir egitim gibi Grlin destegiyle ilgili daha 6nemli 6neriler saglamak icin sizinle veya kurulusunuzla diger
etkilesimler yoluyla elde edilen bilgileri birlestirebiliriz.

Destek hizmetini gerceklestirirken, sagladiginiz bilgilere veya sisteminizde bulunan bilgilere rastlantisal olarak erisebiliriz. Bu veriler, sizinle,
kurulusunuzun calisanlariyla, musterilerinizle veya diger ilgili taraflarla ilgili bilgileri icerebilir. Bu verilerin kullanimina ve islenmesine iliskin
kosullar, gecerli Kullanim Kosullari veya IBM ile kurulusunuz arasinda gegerli olan, Tanilama Verilerinin Degisimine iligkin Kullanim Kosullari
gibi diger sézlesmelerin kapsamindadir.

Sizi ve IBM'i Koruyoruz

Sizi ve IBM'i BT glivenlik tehditlerinden korumak ve sahip oldugumuz bilgileri yetkisiz erisime, ifsaya, degistirilmeye veya imhaya karsi
guvence altina almak icin bilgiler elde edebilir ve bu bilgileri kullanabiliriz. Bunlara oturum a¢gma bilgileri gibi BT erisim yetkilendirme
sistemlerimizden gelen bilgiler dahildir.

Daha Fazla Bilgi Edinin ~

Bilgilerinizi, altyapimizi ve aglarimizi korumak igin kullandigimiz giivenlik ¢ozlimleri, IP adresleri ve log dosyalari gibi bilgileri toplayabilir. Bu,
olasi herhangi bir glivenlik olayinin arastirilmasini saglamak ve giivenlik tehditleri hakkinda i¢cgoriiler olusturmak amaciyla, glivenlik
programlarinin islevselligi ve faydasi agisindan gereklidir.

Yetkisiz erisimi, virtsleri ve kot amacli etkinliklerin belirtilerini tespit etmek amaciyla, BT sistemlerine ve aglarina erisim noktalarinda bilgi
elde etmek icin 6zel araglari ve diger teknik ydntemleri kullanabiliriz. Elde ettigimiz bilgiler, yetkisiz erisim, kdtli amagli yazilim veya kotu
amagli etkinliklerden stiphelenildiginde arastirma yapmak ve kotii amagli kod veya igerigi kaldirmak veya izole etmek icin kullanilabilir.
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IBM Lokasyonlari

Bir IBM lokasyonunu ziyaret ettiginizde, adinizi veya is iletisim bilgilerinizi (Hesabiniz bolimiine bakin) ve bazi durumlarda resmi bir
kimlik belgesindeki bilgileri elde ediyoruz. Bu bilgiler, erisim yonetimi ve lokasyonlarimizin ve ¢alisanlarimizin giivenligini ve emniyetini
korumak igin elde edilmektedir.

Daha Fazla Bilgi Edinin ~

Lokasyonlarimizda elde edilen bilgiler, erisim kartlarini diizenlemek icin kullanilir. Yasal olarak izin verilen durumlarda, ziyaretgcilerin
kimliklerini dogrulayabiliriz. Ayrica, is yerinde calisan tedarikgi personeli igin kimlik tespiti amaciyla fotografli kimlik iceren bir yaka karti talep
edilebilir.

Lokasyonlarimizin, ¢alisanlarimizin ve varliklarimizin glivenligi ve emniyeti icin kamera denetimi ve erisim yonetimi kullanilir. Daha fazla
bilgiye IBM lokasyonundan ulasilabilir.

Ise Alim ve Eski Calisanlar

Kurulusumuz igin siirekli olarak yeni yetenekler ariyoruz ve cesitli kaynaklardan is basvurusunda bulunanlar veya potansiyel adaylar
hakkinda bilgi elde ediyoruz. Basvuru sahipleri, daha fazla bilgi icin Yetenek Edinimine iliskin Gizlilik Bildirimi'ne (Talent Acquisition
Privacy Notice) yonlendirilir. Bir calisan IBM'den ayrildiginda, IBM tarafindan ele alindigi 6l¢clide emekli maaslarinin yénetimi de dahil
olmak lizere, kalan tiim is, sozlesme, istihdam, yasal ve mali amaclar dogrultusunda, ¢alisanla ilgili bilgileri islemeye devam ediyoruz.

Daha Fazla Bilgi Edinin ~

ise alimla ilgili olarak, ise alim aracilarinin yardimiyla potansiyel adaylar arayabilir ve belirli bir birim icin potansiyel adaylari belirlemek (izere
sosyal medya platformlarindaki kamuya acik bilgileri kullanabiliriz.

Bir calisan IBM'den ayrildiginda, IBM'deki istihdamiyla ilgili eski calisandan elde edilen temel bilgileri sakliyoruz.

Bir calisan emekli olduktan sonra, emekliye yonelik emeklilik yikimliliklerini yerine getirmek icin emekli hakkindaki bilgileri isliyoruz.
Emeklilik bilgilerinin veya diger emeklilik programlarinin islenmesiyle ilgili bilgilere, emekli maaslarindan sorumlu yerel kurulustan ulasilabilir.
Bazi lilkelerde bu, bagimsiz bir kurulus olabilir. Bazi durumlarda emekliler, gonuilliiliik ve sosyal sorumluluk programlari gibi IBM tarafindan
dlzenlenen girisimlere veya programlara katilmaya devam edebilir. Bu katilim génilliilik esasina dayalidir ve bu girisimler icin daha fazla
bilgi, ilgili web sitelerinde veya bilgi sayfalarinda saglanir.
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Is Operasyonlarimizi Yiiriitiiyoruz

is operasyonlarimizi, sistemlerimizi ve siireclerimizi iyilestirmek icin bilgi elde ediyor ve bunlari kullaniyoruz. Ornegin bilgiler,
operasyonlarimizi ylriutmek, sirdirmek, denetlemek ve optimize etmek, varliklarimizi ve ¢alisanlarimizi korumak, triin gelistirmek ve
haklarimizi savunmak igin kullanilabilir.

Daha Fazla Bilgi Edinin ~

Kurulus ve is ile ilgili bilgiye dayali kararlar almak ve performans, denetimler ve egilimler hakkinda rapor hazirlamak igin is operasyonlarimiz
hakkinda bilgi elde ediyoruz. Bu bilgileri, operasyonlarimizin maliyetlerini ve kalitesini analiz etme gibi amagclar dogrultusunda kullaniyoruz.
MUmkin oldugu durumlarda, bu islem, toplu bilgiler kullanilarak yapiliyor, ancak bunun icin kisisel bilgiler kullanilabiliyor.

is sistemlerimizden kisisel bilgileri icerebilecek bilgileri, asagida belirtilen amagclari gerceklestirmek icin elde ediyor ve kullaniyoruz:

— Sabhtecilik veya diger sug faaliyetlerini tespit etmek dahil (6rnegin, 6deme sistemlerindeki bilgileri kullanarak) olmak lizere haklarimizi
korumak veya uygulamak

— Anlasmazliklari ele almak ve ¢6zmek

— Sikayetleri yanitlamak ve yasal islemlerde IBM'i savunmak

- isyaptigimiz lilkelerdeki yasal yiikiimliliiklere uymak.

Is siireclerimizin, web sitelerimizin, bulut ve gevrimici hizmetlerimizin, Giriinlerimizin veya teknolojilerimizin kullanimindan elde edilen bilgileri
elde ediyoruz. Bu bilgiler, kisisel bilgiler icerebilir ve Griin ve slireg gelistirme amaclariyla kullanilir. Bu bilgileri, 6rnegin, otomatik siiregler ve
araclar gelistirerek verimliligi artirmak, maliyetleri diistirmek veya hizmetleri iyilestirmek veya bunlarin dayali oldugu teknolojileri gelistirmek
veya iyilestirmek icin kullanabiliriz.

Cerezler ve Benzer Teknolojiler

Web sitelerimizi, bulut ve ¢evrimigi hizmetlerimizi ve yazilim Griinlerimizi ziyaret ettiginizde veya belirli G¢linci kisi web sitelerinde
bulunan igerigimizi goriintllediginizde, cerezler, web isaretgileri, Yerel Depolama veya HTML5 gibi cesitli cevrimigi takip teknolojilerini
kullanarak, etkinliginiz ve baglantiniz ile ilgili bilgileri topluyoruz. Bu teknolojilerle elde edilen bilgiler, web sitesini veya hizmeti
calistirmak, performansi artirmak, ¢evrimici hizmetlerimizin nasil kullanildigini anlamamiza yardimci olmak veya kullanicilarimizin ilgi
alanlarini belirlemek igin gerekli olabilir. Bu tiir teknolojileri IBM sitelerinde ve diger sitelerde saglamak ve bunlarin kullanilmasina
yardimci olmak icin reklam ortaklarini kullaniyoruz.

Daha Fazla Bilgi Edinin ~

Cerez (cookie), bir web sitesinin tarayiciniza gonderebilecegi, bilgisayarinizda saklanabilecek ve bilgisayarinizi tanimlamak igin
kullanilabilecek bir veri pargasidir. Pikseller ve etiketler de dahil olmak lizere web isaretcileri, IBM web sayfasini ziyaret eden bir kullaniciyi
veya bir web sayfasinin bagka bir web sitesine kopyalanip kopyalanmadigini takip etmek i¢in kullanilan teknolojilerdir. Yerel Paylasilan
Nesneler, ziyaret edilen web sayfasinda goriintlilenen icerik bilgilerini ve tercihleri depolayabilir. Bu teknolojilerin timu, web sitelerimizde
baglantili 6zellikler saglamak veya hedefli IBM reklamlarini, ilgi alanlariniza dayali olarak diger web sitelerinde (gerez tercihlerinize bagli
olarak) goriintiilemek icin kullanilabilir. Web isaretgileri, mesajlarin acilip agilmadigini veya baglantilarin segilip secilmedigini belirlemek gibi
e-posta mesajlari veya haber biiltenleri ile etkilesiminizi takip etmek igin de kullanilabilir.

Oturum cerezleri, mevcut oturum sirasinda 6nceden vermis oldugunuz bilgilerin veya bir islemi tamamlamak icin gerekli olan bilgilerin sizden
istenmemesi igin sayfadan sayfaya ilerleyisinizi takip etmek amaciyla kullanilabilir. Oturum cerezleri, web tarayicisi kapatildiginda silinir.

IBM tarafindan yayinlanan kalici tanimlama bilgilerinin siiresi her 14 ayda bir sona erer. IBM, web sitelerinde, saticilar tarafindan yayinlanan
tanimlama bilgilerine izin verir. Saticilar tarafindan yayinlanan tanimlama bilgileri icin, kalict tanimlama bilgisi saklama siireleri saticinin

gizlilik politikasi kapsamindadir.

Kullandigimiz cevrimigi takip teknolojileri hakkinda daha fazla bilgi edinmek ve web sitelerimizde sizin hakkinizda elde ettigimiz bilgilere
iliskin tercihlerinizi gozden gecirmek veya ayarlamak icin IBM Cookie Manager'l (IBM Cerez Yoneticisi) kullanabilirsiniz. IBM Cookie Manager,
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bir web sayfasini ilk ziyaret ettiginizde bir bildirim penceresi olarak sunulur veya web sitesi alt bilgisinde Cerez Tercihleri (Cookie
Preferences) 68esi secilerek agilir. IBM Cookie Manager, her tiirden takip teknolojisini (6rnegin, e-posta pikselleri) ele almaz. Mobil
uygulamalari kullanirken, ayarlari ydnetmek igin mobil cihazinizdaki segenekleri kullanin.

IBM cerezlerinin engellenmesi, devre disi birakilmasi veya reddedilmesi, 6rnegin bir alisveris sepetiyle baglantili olarak hizmetlerin diizgtin
calismamasina veya oturum agmanizi gerektiren web sitelerinin veya IBM Cloud hizmetlerinin kullaniminin engellenmesine yol agabilir.
Cerezlerin devre digi birakilmasi, diger gevrimigi takip teknolojilerini devre disi birakmaz, ancak diger teknolojilerin, gerezlerde depolanan
herhangi bir bilgiye erismesini engeller.

Web sitelerimiz, lG¢linci kisi sosyal medya seceneklerini kullanma imkani sunar. Bu segenekleri kullanmayi tercih ederseniz, bu tglinci kisi
siteleri, IP adresiniz, erisim zamaniniz ve yénlendiren web sitesi URL'leri gibi sizinle ilgili bilgileri loga kaydedebilir. Bu sosyal medya
sitelerinde oturum agmaniz halinde, bu siteler, elde edilen bilgileri profil bilgilerinizle de iliskilendirebilir. IBM, bu t¢linci kisi hizmetlerinin
gizlilik uygulamalariyla ilgili olarak hicbir sorumluluk kabul etmemektedir. Daha fazla bilgi icin gizlilik ilkelerini incelemenizi 6neriyoruz.

Cerezler ve bu teknolojilerin tarayici ayarlarini kullanarak nasil kaldirilacag hakkinda bilgi igin https://www.allaboutcookies.org/ adresine
bakin.

Cocuklar

Aksi belirtilmedikge web sitelerimiz, Grlinlerimiz ve hizmetlerimiz, ilgili yargi yetkisi alanlarinda yasalara gore cocuklar veya resit olmayan
kisiler tarafindan kullanilmasi amaciyla tasarlanmamistir.

Kisisel Bilgilerin Paylasimi

Kisisel bilgilerinizi, dahili ve harici olarak IBM'in mesru is amaclari dogrultusunda, yalnizca "bilmesi gereken kisiler" esasina gore, tedarikgiler,
danismanlar veya Cozim Ortaklari ile paylasabiliriz. Bu bélimde, bilgileri nasil paylastigimiz ve bu paylasima nasil olanak yarattigimiz
aciklanmaktadir.

Kisisel Bilgileri Nasil Paylasiyoruz?

Kisisel bilgileri paylasirken, bilgilerin gecerli yasalara uygun sekilde paylasilabilecegini dogrulamak igin uygun kontrolleri ve denetimleri
uygulariz. IBM, bazi iilkelerde isletmeleri satma, satin alma, birlesme ya da farkli bir sekilde yeniden diizenleme karari alirsa, s6z konusu
islem, kisisel verilerin isletmenin potansiyel veya gergek satin alanlarina agiklanmasini veya bu tiir isletmeleri satanlardan kisisel bilgilerin
elde edilmesini kapsayabilir.

Daha Fazla Bilgi Edinin ~

Dahili olarak, kisisel bilgiler asagida belirtilen is amaclarimiz dogrultusunda paylasilir: verimliligi artirmak, maliyet tasarrufu ve yan
kuruluslarimiz (Red Hat gibi) arasindaki dahili isbirligi. Ornegin, sizinle ve diger harici taraflarla iliskimizi yénetmek, uyumluluk programlari
veya sistem ve ag glivenligi gibi amaglarla kisisel bilgileri paylasabiliriz.

Kisisel bilgilere dahili erisimimiz sinirli olup, bu erisim yalnizca "bilmesi gereken kisi" esasina gore verilir. Bu bilgilerin paylasilmasi, uygun
sirket ici dlizenlemelere, ilkelerimize ve glivenlik standartlarina tabidir. Daha fazla bilgi igin bkz. Yasal Dayanak.

Harici olarak,

— Tedarikgilerle olan isimiz, bizim adimiza kisisel bilgilerin elde edilmesini, kullanilmasini, analiz edilmesini veya diger tiirde islenmesini
icerebilir.

- 1s modelimiz; pazarlama, satis ve IBM (iriin ve hizmetlerinin saglanmasi icin bagimsiz Céziim Ortaklari ile is birligini icerir. Uygun oldugu
durumlarda (6rnegin, bir siparisin yerine getirilmesi icin gerektiginde), is iletisim bilgilerini, secilen Coziim Ortaklari ile paylasiriz.

— Hizmetlerini almak icin kisisel bilgileri, avukatlar, denetgiler ve sigorta sirketleri dahil olmak lizere profesyonel danismanlarla
paylasabiliriz.

— Sozlesmeye dayali iligkiyle ilgili bilgileri, s6zlesmelerin ifasi stirecinde yer alan olan C6ziim Ortaklarimiz, finans kuruluslari, nakliye
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sirketleri, posta veya glimritk makamlari gibi devlet makamlari gibi ticlincii kisilerle paylasabiliriz.
— Kisisel bilgileri, platformlarinda hedefli IBM reklamlari saglamak, analiz i¢in bilgi toplamak ve bu reklamlarla etkilesimi takip etmek igin
IBM tarafindan etkilesim kurulan reklam teknolojisi ortaklari, veri analitigi saglayicilari ve sosyal aglar gibi ticlinci kisilerle paylasabiliriz.

Belirli kosullarda, kisisel verilerin, bir adli takibat, mahkeme emri veya hukuki siire¢ kapsaminda resmi kurumlara agiklanmasi gerekebilir.

korumak icin de kisisel bilgileri paylasabiliriz.

Yurtdisina Aktarimlarin Kolaylastirilmasi

Kisisel bilgileriniz, IBM'in yan kuruluslarina ve li¢iinci kisilere diinya genelinde aktarilabilir veya bu bilgilerinize bu kurulus ve kisiler
tarafindan erisilebilir. IBM, nerede olursa olsun kisisel bilgilerinizin korunmasini saglamak icin kisisel bilgilerin llkeler arasinda aktarimina
iliskin yasalara uymaktadir.

IBM, asagida belirtilenler dahil olmak tizere cesitli glivenlik dnlemleri uygulamistir:

— AB Komisyonu tarafindan onaylanan ve diger birkag tilkede kabul edilenler gibi S6zlesme Maddeleri. Bu sayfanin lstbilgisinde yer alan
Bize Ulasin (Contact Us) 6gesini secerek, AB Standart S6zlesme Maddelerinin bir kopyasini talep edebilirsiniz.

— Veri Gizliligi Cercevesi Sertifikasyonu. Gegerli oldugu hallerde, belirli saptanmis IBM hizmetlerinin (6rnegin, IBM Hizmet Olarak Sunulan
Altyapisi, Hizmet Olarak Platform, Hizmet Olarak Yazilim ve belirli diger barindirilan olanaklari) Veri Gizliligi Cergevesi'ne uygunlugu
onaylanir. Daha fazla bilgi icin Sertifikali IBM Cloud Hizmetleri icin IBM Veri Gizliligi Cercevesi Politikasi'na bakin.

— Veri Sorumlulari Igin Baglayici Kurumsal Kurallar (IBM BCR-C). IBM, Avrupa Veri Koruma Yetkilileri ve Birlesik Krallik Bilgi Komisyonu Ofisi
tarafindan onaylanmis Veri Sorumlulari icin Baglayici Kurumsal Kurallara sahiptir. Daha fazla bilgi icin IBM Veri Sorumlusu icin Baglayici
Kurumsal Kurallari bélimine bakin.

— IBM'in bu Gizlilik Bildirimi'nde agiklanan gizlilik uygulamalari APEC Cross Border Privacy Rules Framework (Yurtdisi Gizlilik Kurallar
Cercevesi) ile uyumludur. APEC Cross Border Privacy Rules (CBPR) sistemi, katilimci APEC ekonomileri arasinda aktarilan kisisel bilgilerin
ibm.com araciligiyla elde edilen cevrimici bilgilerle ilgili olmasi nedeniyle korunmasini saglar.

Veri Sorumlusu ve Temsilci Bilgileri

IBM, diinya capindaki yan kuruluslari araciligiyla is yapmaktadir. Bazi tilkelerdeki gizlilik yasalari, Veri Sorumlusunu, kisisel bilgileri isleme
amaglarini ve bu bilgilerin nasil islendigini tanimlayan tiizel kisi (veya gercek kisi) olarak kabul eder. Veri Sorumlusu adina isleme
faaliyetlerine dahil olan taraflar, Veri isleyenler olarak belirlenebilir. Belirleme islemleri ve ilgili yikiimliliikler, yargi yetkisi alanina bagli
olarak degisir.

Bunun dilkenizdeki gizlilik yasalariyla ilgili oldugu durumlarda, International Business Machines Corporation (IBM Corp) veya baska bir IBM
yan kurulusu, kendisini sizinle belirli bir etkilesim igin Veri Sorumlusu olarak tanimlamadigi slrece, kisisel bilgilerinizin Veri Sorumlusu,
llkenizde veya boélgenizde bulunan IBM'in ana yan kurulusudur.

Bir llke veya bélgede bulunan ana yan kurulusumuzun iletisim bilgilerine, llkenizi veya bolgenizi secerek ve ibm.com web sitelerinin
altbilgisindeki iletisim (Contact) 6gesini secerek ulasabilirsiniz. IBM Corp. ile su adresten iletisim kurulabilir: International Business

Machines Corporation, 1, North Castle Drive, Armonk, New York, Amerika Birlesik Devletleri.

IBM Corp.'un veya onun kontrollinde olan bir yan kurulusun yasal temsilci atamasi gerektigi durumlarda asagidaki temsilciler atanmistir.

Avrupa Ekonomik Alani (AEA) ~

IBM International Group B.V.,
Johan Huizingalaan 765,
1066 VH Amsterdam,

The Netherlands

Birlesik Krallik (BK) A

IBM United Kingdom Limited,
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PO Box 41, North Harbour,
Portsmouth,
Hampshire, PO6 3AU,

United Kingdom

Bilgi Guvenligi ve Saklama

Kisisel bilgilerinizi yetkisiz erisime, kullanima ve ifsaya karsi korumak igin makul diizeyde fiziksel, idari ve teknik koruma énlemleri
uyguluyoruz. Bu koruma onlemleri, kisisel bilgileri aktarim sirasinda gizli tutmak icin gérev tabanli erisim kontrollerini ve sifrelemeyi icerir.
Ayrica Coziim Ortaklarimizdan, tedarikgilerimizden ve ti¢linci kisilerden, bilgileri yetkisiz erisime, kullanima ve ifsayakarsi korumak igin
sozlesme kosullari ve erisim kisitlamalari gibi uygun énlemleri uygulamalarini talep ediyoruz.

IBM, biiytik dil modelleri (genellikle LLM olarak adlandirilir) dahil olmak lizere yapay zeka model ve sistemlerini kullanima sunar. IBM bu tir
yapay zeka model ve sistemlerini, sohbet robotlari da dahil olmak lizere IBM.com 6zellikleri (izerinde veya bunlara yerlestirilmis olarak
kullanabilir. IBM ayni zamanda bu tiir yapay zeka model ve sistemlerini ayri kosullar kapsaminda da kullanima sunabilir.

IBM'in yapay zeka model ve sistemleri, kamuya acik olan ve tesadiifen Kisisel Bilgiler icermesi muhtemel kaynaklardan edinilmis veriler
Uzerinde tasarlanmis, egitilmis, dogrulanmis ve test edilmislerdir. IBM, ilgili etkileri azaltmak ve glivenilir yapay zekanin sorumlu bir sekilde
gelistirilmesine ve devreye alinmasina yardimci olmak amaciyla koruyucu onlemler, siiregler ve araglar uygulamistir.

Kisisel bilgileri, yalnizca islenme amaglarini gerceklestirmek veya yasal ve mevzuatta yer alan saklama gerekliliklerine uymak icin gerekli
oldugu siirece sakliyoruz. Yasal ve mevzuatta yer alan saklama gereklilikleri bilgilerin asagida belirtilenler icin saklanmasini icerebilir:

— Denetim ve muhasebesel amaglarla,

— Yasal saklama kosullari,

— Uyusmazliklarin ele alinmasi,

- Isyaptigimiz iilkelerde yasal taleplerin olusturulmasi, uygulanmasi ve bunlara karsi savunma yapilmasi.

Idari amaglar, yasal ve mevzuatta yer alan saklama gereklilikleri, IBM haklarini savunmak ve IBM'in sizinle olan iliskisini ydnetmek icin her
tlrlu sozlesmeye dayali iliski bilgisini sakliyoruz. Ek bir gizlilik bildiriminde saglanan bilgiler, gecerli saklama kosullari hakkinda daha ayrintili
bilgi saglayabilir.

Kisisel bilgilere artik gereksinim duyulmadiginda, elektronik dosyalari silme ve fiziksel kayitlari pargalama gibi yontemlerle bunlari glivenli bir
sekilde silmeye yonelik siireclerimiz mevcuttur.

Sizin Haklariniz

Kisisel bilgilerinizin islenmesi s6z konusu oldugunda belirli haklariniz vardir.
Bize Ulasin formu asagida belirtilen amaglar igin kullanilabilir:

— Bu Gizlilik Bildirimi ve gizlilik uygulamalarr ile ilgili sorular sormak. Mesajiniz, sorumlu Veri Koruma Yoneticileri gibi IBM'in Veri Gizliligi
Ekibinin uygun lyesine iletilir.
— IBM'in kisisel bilgilerinizi isleme biciminden memnun degilseniz, IBM'e sikayette bulunmak.

Veri haklari talebi gonderme formu asagida belirtilen amaglar icin kullanilabilir:

— Hakkinizda sahip oldugumuz kisisel bilgilere erisim talep etmek veya bunlari glincelletmek veya diizeltmek. Yirirlikteki yasaya bagli
olarak, kisisel bilgilerinizle ilgili ek haklara sahip olabilirsiniz.

— Kisisel bilgilerinizi kullanilabilir bir bicimde edinme ve baska bir tarafa iletme talebi (veri tasinabilirligi hakki olarak da bilinir);

— Sizinle ilgili olarak tuttugumuz kisisel bilgileri silme talebi;

— Hedefli reklamcilik gibi belirli kisisel bilgi isleme tiirlerinden vazgecme

Veri Haklarina iliskin Taleplerin Ayrintilari ~

Bir Veri Haklari talebi gonderdiginizde, bize adiniz ve iletisim ayrintilariniz da dahil olmak lzere kisisel bilgiler saglarsiniz ve biz bu bilgileri
talebinize yanit vermek tizere kullaniriz. Bazi durumlarda, kimliginizi dogrulamak ve kisisel bilgileri dogru kisilere acikladigimizdan emin
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olmak igin fotografli kimliginizin bir kopyasini da talep edebiliriz. Kimliginiz dogrulandiginda bu kopya derhal silinir.

Veri Haklari talebi gonderdiginizde, bu talebinizi islemek ve yerine getirmek icin kisisel bilgileriniz, IBM'in Veri Haklariyla ilgili yasal
yukimlultklerine ve taahhutlerine uygun olarak kullanilir.

IBM Trust Center sitesinde yer alan Veri Haklari internet formunu kullanarak génderdiginiz taleplerin durumunu, talebin tamamlanmasindan
sonra 90 giin boyunca kontrol edebilirsiniz. Veri Haklari talebinizle ilgili veriler, Veri Haklari ile baglanti olabilecek herhangi bir talebinize yanit
vermek amaciyla ve IBM'in uyumluluk ve kayitla ilgili amaglari dogrultusunda, IBM ile Veri Haklari konusunda kurdugunuz son iletisiminizden
itibaren en az (¢ yil boyunca saklanir.

Verilerinizi nasil isledigimiz hakkinda daha fazla bilgi igin bkz. Topladigimiz ve Kullandigimiz Kisisel Bilgiler.

Haklariniz, yiiriirlikteki yasalardan kaynaklanan sinirlamalara ve istisnalara tabi olabilir. Ornegin, agiklamanin, bagkalariyla ilgili bilgileri
aciklamak anlamina gelmesi halinde, aradiginiz belirli bilgileri paylasamayacagimiz durumlar olabilir.

Ayrica yetkili diizenleyici kuruma sikayette bulunma hakkina da sahip olabilirsiniz. Ek haklar ve yetkin denetleyici kuruma sikayette bulunma
hakki ile ilgili bilgilere buradan ulasilabilir.

IBM'in gizlilik veya veri kullanimiyla ilgili olarak sizi memnun edecek sekilde ele alamadigini diisiindiigliniiz, ¢6ziime ulagsmayan endiseleriniz
varsa, litfen ABD'de bulunan l¢iinci kisi anlasmazlik ¢coziimi saglayicisiyla (licretsizdir) buradan iletisim kurun.

Pazarlama iletisimi tercihlerinizi ayarlamak veya glincellemek icin IBM Privacy Preference Center'i (IBM Gizlilik Tercihleri Merkezi) ziyaret
edin. Ayrica, bir aboneligi sonlandirma talebi gonderebilir veya her pazarlama e-postasinin altindaki Abonelikten Cik (Unsubscribe) 6gesini
secebilirsiniz.

Hukuki Neden

Bazi yarg) yetkisi alanlarinda, kisisel bilgilerin yasal olarak islenmesi bazen hukuki neden olarak adlandirilan bir gerekceye tabidir. Kisisel
bilgilerinizin yasal olarak islenmesi icin esas aldigimiz hukuki nedenler, amaca ve yirurlikteki yasaya gore degisiklik gosterir.

Kullanabilecegimiz farkli hukuki nedenler sunlardir:

Sizinle bir s6zlesmenin ifasi icin gerekli olmasi ~

YikUmliluklerimizi yerine getirmek veya sizinle s6zlesmeye dayali iliskimizi yonetmek igin iletisim bilgileriniz, 6deme bilgileriniz ve gonderi
bilgileriniz gibi belirli kisisel bilgileri islememiz gerektiginde, bu hukuki nedeni esas aliyoruz.

Ornekler:

— Bir urlin veya hizmet satin almayi istemeniz durumunda, sizinle bir s6zlesme yapmak icin is iletisim bilgilerinizi talep ederiz veya satin
alinan bir Griine cevrimici olarak erismek icin bir IBM kimligi olusturmaniz (Hesabiniz béliimiine bakin) gerekebilir.

— Bir sozlesmenin gereklerini yerine getirirken, iletisim bilgilerinizi elde etmemizin gerekli oldugu destek hizmetleri almaniz gerekebilir.

- Isbasvurularini degerlendirmek veya emeklilerin emeklilik haklarini ydnetmek igin kisisel bilgilere gereksinim duyariz (ise Alim ve Eski
Calisanlar bélimiine bakin).

IBM'in veya bir t¢linci kisinin mesru menfaati igin gerekli olmasi ~

Mesru menfaatler, sundugumuz olanaklarin pazarlanmasi, mesru menfaatlerimizin korunmasi, BT ortamimizin giivenliginin saglanmasi veya
musteri gereksinimlerinin karsilanmasini icerecek sekilde is faaliyetlerimizi ylritebilmek ve diizenleyebilmek ile ilgilidir.
Ornekler:

— Web sitelerimizi gelistirmek igin kullaniminizi ve web sitelerimizle olan etkilesiminizi kaydediyoruz.

— Hizmetlerimizin erisim yetkisini ydnetmek icin IBM kimliginizi (Hesabiniz bélimiine bakin) isliyoruz.

— Calistiginiz kurulusla s6zlesmeye dayali bir iliskimiz oldugunda, bu s6zlesmeyi yonetmek icin kullanilan kisisel bilgilerinizi isleme
konusunda mesru menfaatimiz vardir.

— Sizinle olan etkilesimlerimizi uyarlamak ve trilinlerimizi ve hizmetlerimizi tanitmak igin is iletisim bilgilerinizi, (Hesabiniz bélimine bakin)
isle ilgili diger bilgilerle birlikte isliyoruz. Pazarlama ve is istihbaratini gelistirmek igin katildiginiz bir IBM etkinligine iliskin bilgilerle birlikte
iletisim bilgilerinizi isleyebiliriz.

- Basvuru sahiplerinin kisisel bilgilerini, uygun yetenekleri tedarik etmeye yénelik mesru menfaatimizi esas alarak isliyoruz (ise Alim ve Eski
Calisanlar).

— Genelis operasyonlarimizi isler durumda tutmamiz gerekiyor. Bu amagla, 6rnegin, BT sistemlerimizin ve aglarimizin oturum agma
bilgilerini veya IBM lokasyonlarindaki kapall devre kamera sistemi goériintilerini glivenlik ve emniyet amaciyla isleyebiliriz.

Ayrica, kisisel bilgileri, adli ve idari islemlerde veya tahkim islemlerinde haklarimizi savunmanin gerekli oldugu durumlarda isleyebiliriz. Bu,
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ayri bir hukuki nedenin olmadig llkelerde de mesru menfaatin bulunmasi hukuki nedeni kapsamina girer.

Brezilya yasalari (LGPD) kapsaminda ayri bir hukuki neden olan ancak ayni zamanda diger llkelerdeki mesru menfaatin hukuki nedeni
kapsaminda da olan kisisel bilgileri kredi korumasi igin isliyoruz.

Riza ~

Bunu talep ettigimiz durumlarda, veri isleme icin sizin rizaniz esas alinir.
Ornek:

— Cerezlerin ve Benzer Teknolojilerin veya Pazarlama malzemelerine iliskin e-postanin istege bagli kullanimi.

Yasal ylikimlulik ~

Yasal yikiimliiligiimiize dayali olarak, belirli kisisel bilgileri islememiz gereken durumlar. Ornegin:

- Bifinansman islemi gibi belirli islemler icin resmi bir kimlik istemek zorunda kalabiliriz (Sézlesme iliskisi béliimiine bakin).

Gizlilik Bildirimi Guncellemeleri

Bu Gizlilik Bildiriminde esasli bir degisiklik yapilmasi halinde, yurirlik tarihi revize edilir ve giincellenen Gizlilik Bildiriminde 30 giin sireyle
bir uyari yayinlanir. Bu tiir bir revizyondan sonra kullanicilarin IBM web sitelerini kullanmaya devam etmesi halinde, degisiklikleri okumus ve
anlamis oldugu varsayilacaktir.

Gizlilik Bildiriminin 6nceki stirimlerine buradan ulasilabilir.

Bu siiriimde giincellenen béliimler:

1. Gerezler ve Benzer Teknolojiler
2. Ek Haklariniz Colorado

IBM Gizlilik Bildirimini bu dile dogru bir sekilde cevirmek igin elimizden gelenin en iyisini yaptik. Herhangi bir ¢eviri sorununu bildirmek igin bu
sayfanin Ust bilgi kisminda yer alan Bize Ulasin diigmesini secin.

v
Diger Baglantilar

Ek Haklariniz -
Veri haklari talebi gonderme formu o
Kaliforniya Ek Gizlilik Bildirimi >
Sertifikali IBM Cloud Hizmetleri icin IBM Veri Gizliligi Cercevesi Politikasi ->
IBM Veri Sorumlusu icin Baglayici Kurumsal Kurallari -
IBM Trust Center -
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