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Organizations across all industries realize that their data 
holds the key to future business success and that machine 
learning is vital to unlocking the value of that data. As 
organizations implement machine learning, they must 
consider the best approach: on premises, in the cloud or  
a blend of both. When some of your enterprise data within 
business-critical applications resides on the IBM® Z® 
platform, you can leverage IBM Machine Learning for  
z/OS®, colocating your machine learning processes with 
your data to improve efficiency. 

The impact of scoring execution time
Machine learning is about building models and then 
deploying them to make predictions. Scoring can then 
leverage the deployed model to make a prediction based on 
new data. When incorporating scoring within a production 
operational application, execution time is critical. With 
significant transaction volumes, just a few more milliseconds 
can have millions to tens of millions of dollars of impact 
on revenue. Colocating the scoring process with your 
transactional processes on the IBM Z platform can minimize 
the execution-time impact. 

To determine the impact of machine learning scoring on 
service-level agreements (SLAs), IBM compared scoring 
locally, using IBM Machine Learning for z/OS, to scoring in 
the cloud. It examined the throughput and response times 
of the machine learning scoring services and how these 
metrics impact SLAs. 

IBM selected a banking customer retention use case, since 
many traditional banks are losing customers to financial 
technology (FinTech) companies. FinTechs are perceived by 
many people to be more efficient and better at leveraging 
new technology, such as cloud, to provide innovative 
financial solutions. To predict whether customers are likely 
to take their business to another bank like a FinTech, IBM 
used sample data on IBM Z to build and train a customer 
churn model. 

Model building can be accomplished by keeping the data 
locally on the IBM Z platform or moving it to a data lake. 
Organizations can use either approach; there are IT and 
business rationales for each. In this example, the models 
were built on the IBM Z platform, using IBM Machine 
Learning for z/OS, to reduce the time, expense and security 
breach risk of moving large quantities of data to a data lake. 

Once a model is built and deployed, the scoring service can 
be called during any real-time interaction with a customer 
through a mobile app, web app, ATM transaction, teller 
transaction or in a batch process. The scoring service 
leverages a simple RESTful API request. This interface uses 
various demographic and other data about a customer and 
responds with a prediction about whether that customer is 
likely to churn. By exploiting the scoring services’ predictions 
within the operational applications, proactive measures 
can be taken, such as targeting special offers or providing 
personalized services to help retain at-risk customers.

Throughput, response times  
and consistency matter
A well-utilized scoring service can be called many 
thousands of times per minute. It must support high 
throughput, fast response times and consistently meet 
SLAs. Since the application resides on the IBM Z platform, 
logic suggests that scoring on the same platform will 
provide greater throughput and faster, more consistent 
response times. 

IBM drove the performance test using Apache JMeter to 
confirm this logic. The performance results were stored in 
an InfluxDB database and rendered on a Grafana dashboard. 
The two metrics measured were the number of executions 
per second and the average response time. 
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Figure 1: Screen shot showing the throughput experienced using the  
on-premises approach

The IBM Z on-premises approach, using Machine Learning 
for z/OS, achieved greater than 77 times more throughput, 
averaging more than 928 round-trip requests per second. The 
cloud approach could only achieve 12 round-trip requests  
per second, as shown in Figure 1. 

The difference in response times is just as dramatic. The 
on-premises approach measured less than 1 millisecond or 
83 times faster, on average, than the cloud approach,  
as shown in Figure 2.

Response-time SLAs are typically based on the percentage 
of responses executed within specific time limits. It’s 
important to observe that the on-premises response times 
are also much more consistent. This variability is obvious in 
Figure 2, and further illustrated in Figure 3. These figures 
show that the on-premises 99th percentile responses are 
only 2 milliseconds or less, while the in cloud 99th percentile 
shoots up to 274 milliseconds. This significant variability 
presents challenges in both writing and meeting SLAs.
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Figure 2: Screen shot showing the inconsistency in response times using  
the cloud approach

igure 3: Comparison of average response times on-premises versus  
n the cloud



Achieve greater overall results by colocating  
the scoring service with your data 
As we’ve seen by leveraging Machine Learning for z/OS 
and colocating the machine learning scoring service with 
the corporate data on the IBM Z platform, organizations 
can achieve much greater throughput, dramatically better 
response times and greater confidence in meeting SLAs. 
When real-time insight matters, the IBM Z platform and IBM 
z® Analytics deliver the resilient, security-rich, transactional 
and analytics environment that you need. 

For more information 
To learn more about the IBM Z platform and IBM z Analytics, 
please contact your IBM representative or IBM Business 
Partner, or visit ibm.com/z-analytics.
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